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Wednesday, 1 July 2020

To: The Members of the Employment Committee
(Councillors: Colin Dougan (Chairman), Cliff Betton (Vice Chairman), Sharon Galliford, 
Josephine Hawkins, Rebecca Jennings-Evans, Alan McClafferty, Sashi Mylvaganam, 
Graham Tapper and Victoria Wheeler)

In accordance with the Substitute Protocol at Part 4 of the Constitution, 
Members who are unable to attend this meeting should give their apologies and 
arrange for one of the appointed substitutes, as listed below, to attend.  
Members should also inform their group leader of the arrangements made.

Substitutes: Councillors Peter Barnett, Rodney Bates, Paul Deach, Adrian Page, 
Morgan Rise and Kristian Wrenn

Dear Councillor,

A meeting of the Employment Committee will be held at Council Chamber, Surrey Heath 
House, Knoll Road, Camberley, GU15 3HD on Thursday, 9 July 2020 at 7.00 pm.  The 
agenda will be set out as below. 

Please note that this meeting will be recorded.

Yours sincerely

Tim Pashen

(Acting) Chief Executive

AGENDA
Pages

Part 1 
(Public)

1 Apologies for Absence  -

2 Minutes  

To confirm and sign the minutes of the meeting held on 26 March 2020 
(copy attached).

1 - 4

3 Declarations of Interest  

Members are invited to declare any interests they may have with respect 

-

Department: Democratic Services

Division: Corporate 

Please ask for: Rachel Whillis

Direct Tel: 01276 707319

Surrey Heath Borough Council

Surrey Heath House
Knoll Road
Camberley

Surrey GU15 3HD
Telephone: (01276) 707100
Facsimile: (01276) 707177

DX: 32722 Camberley
Web Site: www.surreyheath.gov.uk

E-Mail: democratic.services@surreyheath.gov.uk

Public Document Pack
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to matters which are to be considered at this meeting.  Members who 
consider they may have an interest are invited to consult the Monitoring 
Officer or the Democratic Services Officer prior to the meeting.

4 Data Security Breach Management Policy and Procedure  5 - 16

5 Data Information Security Policy  17 - 54

6 Flexi Time Policy  55 - 62

7 Exceptional Payments Policy  63 - 70

8 Expenses Policy  71 - 82

9 Annual Settlement Procedure 2020/21  83 - 86

10 Pay Policy Statement 2020/21  87 - 96

11 Membership of South East Employers - Verbal Report  -

12 Work Programme  97 - 98

13 Exclusion of Press and Public  

The Committee is advised to RESOLVE that, under Section 100A(4) 
of the Local Government Act 1972 (as amended), the public be 
excluded from the meeting for the following items of business on the 
ground that they involve the likely disclosure of exempt information 
as defined in the paragraphs of Part 1 of Schedule 12A of the Act, 
as set out below:

Item Paragraph(s)

14 1
15 3
16 1&3

Part 2 
(Exempt)

14 Exempt Minutes  

To confirm and sign the exempt minutes of the meeting held on 26 March 
2020 (copy attached).

99 - 102

15 Options to replace the post of Chief Executive  103 – 
106

16 Review of Exempt Items  

To review those items or parts thereof which can be released as 
information available to the public.

-
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Minutes of a Meeting of the 
Employment Committee held at 
Council Chamber, Surrey Heath 
House, Knoll Road, Camberley, GU15 
3HD on 26 March 2020 

*  Cllr Colin Dougan (Chairman)
+ Cllr Rodney Bates (Vice Chairman) – in the Chair

-
+
+
*

Cllr Cliff Betton
Cllr Sharon Galliford
Cllr Josephine Hawkins
Cllr Rebecca Jennings-Evans

+
+
*

Cllr Alan McClafferty
Cllr Sashi Mylvaganam
Cllr Graham Tapper

+  Present
* In attendance virtually

-  Apologies for absence presented

Substitutes:  Cllr Paul Deach (in attendance virtually)

25/EC Minutes

The open and exempt minutes of the meeting held on 12 February 2020 were 
confirmed and signed by the Vice Chairman.

26/EC Data Security Breach Management Policy and Procedure

It was agreed that, in view of the restrictions about reducing unnecessary contact 
as a result of the Covid-19 Pandemic, the meeting would deal only with urgent or 
strategic matters and consequently this item would be deferred. 

27/EC Data Information Security Policy

It was agreed that, in view of the restrictions about reducing unnecessary contact 
as a result of the Covid-19 Pandemic, the meeting would deal only with urgent or 
strategic matters and consequently this item would be deferred. 

28/EC Flexi Time Policy

It was agreed that, in view of the restrictions about reducing unnecessary contact 
as a result of the Covid-19 Pandemic, the meeting would deal only with urgent or 
strategic matters and consequently this item would be deferred. 

29/EC Membership of South East Employers - Verbal Report

It was agreed that, in view of the restrictions about reducing unnecessary contact 
as a result of the Covid-19 Pandemic, the meeting would deal only with urgent or 
strategic matters and consequently this item would be deferred. 

30/EC Appointments Sub Committee meetings
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The minutes of the Appointments Sub Committee meetings held on 31 January 
and 12 February 2020 were agreed and signed by the Chairman of the Sub 
Committees.

31/EC Work Programme

The Committee considered a draft Work Programme for the 2020/21 municipal 
year. It was noted that the next meeting’s agenda would also include the items that 
had been deferred at this meeting.

RESOLVED that the Work Programme for 2020/21, as set out at 
Annex A to the agenda report, as amended, be agreed.

32/EC Exclusion of Press and Public

In accordance with Section 100(A)(4) of the Local Government Act 1972 (as 
amended), the press and public were excluded from the meeting for the following 
items of business on the ground that they involved the likely disclosure of exempt 
information as defined in the paragraphs of Part 1 of Schedule 12A of the Act as 
set out below:

Minute Paragraph(s)

25/EC (part) 1
33/EC 1
34/EC 1
35/EC 1

Note: Minute 33/EC is a summary of matters considered in Part II of the agenda, 
the minutes of which it is considered should remain confidential at the present 
time.

33/EC HR Matter

The Committee made decisions relating to an HR matter.

34/EC Interim Deputy Chief Executive

The Committee was reminded that the Council, at its meeting on 9 October 2019, 
had appointed Tim Pashen as Interim Deputy Chief Executive until 31 March 
2020. It was now proposed to extend this appointment until 30 September 2020. 

The Leader, on behalf of the Committee, thanked Mr Pashen for all of his hard 
work and dedication during this challenging period. 

RESOLVED that Mr Tim Pashen’s appointment as Interim Deputy 
Chief Executive be extended until 30th September 2020.

35/EC Review of Exempt Items
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The Committee reviewed the items which had been considered at the meeting 
following the exclusion of members of the press and public, as it involved the likely 
disclosure of exempt information.

RESOLVED that 

(i) minute 33/EC and the associated report remain exempt for the 
present time; and

(ii) minute 34/EC and the associated agenda report be made 
public.

Chairman 

Note: Members in attendance virtually were not entitled to vote at the meeting. 
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Data Security Breach Management Policy and Procedure 

Summary

This report asks the Employment Committee to adopt a revised Data Security 
Breach Management Policy & Procedure following consideration by the Joint Staff 
Consultative Group.

Recommendation 

The Committee is advised to RESOLVE that the revised Data Security 
Breach Management Policy & Procedure, as set out at Annex A to this 
agenda report, be adopted.

1. Resource Implications

1.1 There are no additional revenue or capital cost implications arising from 
the report.  

2. Key Issues

2.1 2This policy ensures that all personal data we process, including that of 
colleagues and customers, is managed appropriately and in 
compliance with the General Data Protection Regulation (GDPR) and 
the Data Protection Act 2018 (DPA) (collectively referred to as ‘Data 
Protection legislation’).

2.2 This policy applies to all users of SHBC’s information, data, information 
systems and the Councils physical buildings. It applies to not only staff 
and members but also where appropriate contractors, agency staff, 
service providers, consultants and anyone else engaged to work in the 
organisation and encompasses data, information, software, systems, 
and paper documents. 

2.3 This revised policy was considered by the Joint Staff Consultative 
Group at its meeting on 12 March 2020 and recommended for 
adoption.

3. Options

3.1 The Committee has the option to agree the revised Data Security 
Breach Management Policy and Procedure or make any amendments 
considered appropriate.

4. Proposed

4.1 It is proposed that the revised Data Security Breach Management 
Policy & Procedure is adopted.
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5. Equalities Impact 

5.1 Completed.

Annexes Annex A – Data Security Breach Management 
Policy & Procedure

Background papers None

Author/contact details Sally Turnbull – Information Governance Manager
Sally.Turnball@surreyheath.gov.uk

Executive Head Louise Livingston, Executive Head of 
Transformation
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DATA SECURITY BREACH MANAGEMENT POLICY AND PROCEDURE

190808 Data Security Breaches Policy Revised 08 August 2019

1. INTRODUCTION

1.1 Surrey Heath Borough Council (SHBC) is committed to ensuring that all personal 
data we process, including that of colleagues and customers, is managed 
appropriately and in compliance with the General Data Protection Regulation 
(GDPR) and the Data Protection Act 2018 (DPA 2018) (collectively referred to as 
“Data Protection legislation”)

1.2 As SHBC processes personal data it is committed to ensuring all unauthorised or 
unlawful processing, loss, destruction of or damage to data (personal data 
breaches) are swiftly identified and reported within the Council and, where 
appropriate to the Information Commissioner’s Office and affected individuals.

1.3 Human Resources may deal with negligent or malicious non-compliance with this 
policy through the disciplinary process. 

1.4 Under the Data Protection Act 2018 and General Data Protection Regulation, 
Surrey Heath Borough Council is a Data Controller. This is a “person” who 
determines the purposes for which and the manner in which any personal data are, 
or are not to be processed. The sixth Data Protection principle states that 
organisations, which process personal data, must ensure appropriate security of the 
personal data, including protection against unauthorised or unlawful processing and 
against accidental loss, destruction or damage, using appropriate technical or 
organisational measures (‘integrity and confidentiality’).” 

1.5 As well as defining SHBC’s policy, this procedure lays out the actions, once a 
breach has occurred.

1.6 GDPR standards and ICO guidance will need to continue after the UK leaves the 
EU.  The role of the DPO and need for reporting to the ICO will continue. GDPR will 
be known as UK GDPR.

2. SCOPE
2.1 This policy and procedure applies to all users of SHBC’s information, data, 

information systems and the Council’s physical buildings. It applies to not only staff 
and members but also where appropriate contractors, agency staff, service 
providers, consultants and anyone else engaged to work in the organisation and 
encompasses data, information, software, systems, and paper documents. 

2.2 This policy should be read in conjunction with other relevant policies, including but 
not limited to:

 Data Protection Policy

 Information Security Policy

 Disciplinary Policy

 Social Media Policy

  Speak Up Policy and Procedure
All staff, including all new starters, must read this policy as this forms part of the 
Staff Terms and Conditions. 
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2.3 Other useful documents:

 ICO Information Security Guide

 ICO Guidance on Personal Data Breaches

 A29WP Guidelines on Breach Notification

 Act Now Blog post 

3. RESPONSIBILITIES

3.1 The Senior Information Risk Owner (SIRO) (Executive Head of Finance) has 
overall responsibility for deciding whether to report personal data breaches to the 
ICO and/or to affected individuals but will delegate minor breach notification to the 
Data Protection Officer/Information Governance Manager. The Information 
Governance Manager and SIRO will meet on a regular basis to discuss Data 
Handling and Data Protection.

3.2 The Head of Legal acting as Data Protection Officer has overall responsibility for 
monitoring compliance with this procedure. They will work, where necessary, with 
the Information Governance Manager, receiving and processing incident reports, 
assessing risk and advising the SIRO accordingly, and liaising with the ICO and the 
public as appropriate.

3.3 Although the Data Protection Officer has overall responsibility for monitoring 
compliance with this procedure, they will delegate the day-to day management of 
breaches to the Information Governance Manager, including receiving and 
processing incident reports and assessing the risk. In the absence of the 
Information Governance Manager, the Data Protection Officer will manage any 
breaches. The Information Governance Manager, will be the main contact with the 
Information Commissioner’s Office.

3.4 Executive Heads, through Information Asset Owners, are responsible for ensuring 
that all staff are aware of their responsibilities to report incidents; for assisting the 
Data Protection Officer/Information Governance Manager in their duties through 
providing all appropriate information and support relevant to an incident; for 
continuing with appropriate incident management and mitigation.

3.5 All staff are responsible for immediately reporting any incident or breach affecting 
personal data held by the Council.

4. TYPES OF BREACH
4.1 A number of factors could cause data protection breaches. The following is a list of 

examples but it is not exhaustive and there may be others which will need to be 
considered at the time of the breach:

 loss or theft of data

 loss or theft of equipment on which data is stored
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 inappropriate access controls allowing unauthorised use, both electronic and 
paper

 equipment failure

 human error in dealing with personal information including both electronic 
and paper

 unforeseen circumstances such as fire or flood

 hacking attack on the Council’s ICT systems

 ‘Blagging’ offences where information is obtained by deceiving the 
organisation who holds it

 unauthorised access into secure areas

5. NOTIFICATION OF BREACHES ONCE DISCOVERED

5.1 Instances of the loss of personal data are rare in the Council, however, the 
consequences to its reputation and the potential impacts on individuals of the loss 
of personal information means we need to take swift action in the event of a loss. 

5.2 The person who discovers/receives a report of a breach must inform the 
Information Governance Manager and Data Protection Officer immediately. Notify 
any breach discovered outside of normal working hours as soon as is practicable 
during the next working day however any serious breaches that could cause 
serious adverse effect or media interest must be reported as a matter of urgency. 
The contact email address for data protection is 
data.protection@surreyheath.gov.uk 

5.3 The Information Governance Manager and/or the Data Protection Officer, will then 
decide whether to involve other departments e.g. Human Resources, ICT. 

6. ASSESSING THE RISKS

6.1 The Information Governance Manager will carry out the inital assessment of the 
breach on the day it is reported and consider whether the event meets the GDPR 
definition of a personal data breach.

6.2 During this initial assessment, a risk assessment of the impact and likelihood of 
impact on the rights and freedoms of the affected individual’s, data subjects, will be 
undertaken this must be completed within 72 hours of the breach being reported.

6.3 This will consider the risks to the affected individuals arising from the personal data 
breach including adverse impact on their:

 Privacy

 Personal financial interests

 Other material damages

 Health and safety
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 Emotional wellbeing

 Other non-material damages
6.4 In considering the risk, the Information Governance Manager will have support and 

advice from the Data Protection Officer and relevant Executive Head or Head of 
Service and other colleagues as required.

6.5 Factors to be considered (these factors are not exhaustive):

 The type of breach

 The nature, volume and sensitivity of the personal data breached

 How easy it is to identify individuals

 The potential consequences for individuals

 Any special characteristics of the data subject (for example they are children 
or otherwise venerable)

6.6 Some data security breaches will not lead to risks beyond the possible 
inconvenience to those who use the data to do their job, for example if a laptop is 
irreparably damaged or lost, or in line with the Information Security Policy, it is 
encrypted, and no data is stored on the device. There will be a monetary cost to the 
Council by the loss of the device but not a security breach.

6.7 Whilst these types of incidents can still have significant consequences, the risks are 
very different from those posed by, for example, the theft of customer data, 
whereby the data may be used to commit identity fraud.

6.8 Helpful tips for assessment of risks (these tips are not exhaustive):

 what type of data is involved?

 how sensitive is it? Is it sensitive personal details as defined by the Article 9 of 
GDPR (e.g. housing benefits) or other data types which are sensitive because 
of what might happen if it is misused (e.g. bank account details). 

 if data has been lost or stolen, are there any protections in place such as 
encryption?

 what has happened to the data?

 can the data be restored or recreated?

 how usable is the lost data?

 if data has been stolen, could it be used for purposes which are harmful to the 
individuals to whom the data relates; if it has been damaged, this poses a 
different type and level of risk

 what could the data tell a third party about the individual? Sensitive data could 
mean very little to an opportunistic laptop thief while the loss of apparently 
trivial snippets of information could help a determined fraudster build up a 
detailed picture of other people

 how many individuals’ personal data is affected by the breach? It is not 
necessarily the case that the bigger risks will accrue from the loss of large 
amounts of data but is certainly an important determining factor in the overall 
risk assessment
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 who are the individuals whose data has been breached? Are they staff, 
customers, clients or suppliers?

 what harm can come to those individuals because of the breach? Are there 
risks to physical safety or reputation, financial loss, fraudulent use or a 
combination of these and other aspects of their life?

 are there wider consequences to consider such as a risk to loss of public 
confidence in one of the service areas?

7. REPORTING PERSONAL DATA BREACHES TO THE AFFECTED INDIVIDUALS
7.1 As part of the risk, consider whether the person/people whose information has been 

breached should be informed.  Inform the person/people concerned, as suggested 
by guidance from the Information Commissioner unless to inform them will cause 
additional or undue distress/stress.

7.2 If the Data Protection Officer considers the personal data breach a high risk, a 
report will be provided to the SIRO including a recommendation on whether to 
report the breach to the affected individuals.

7.3 If the SIRO decides to notify the individuals, consider the following:

 what is the most appropriate method of communication? Always bear in mind 
the security of the medium as well as the urgency of the situation

 the notification should include as a minimum, a description of how and when 
the breach occurred and what data was involved. Include details of what has 
already been done to respond to the risks posed by the breach

 give the individuals clear advice on what they should do to protect themselves 
and what the Council are willing to do on their behalf

 provide a means of contacting SHBC for further information. This could 
include a named individual, a helpline number, a web page or a combination 
of all of these.

8. APPOINTMENT OF LEAD INVESTIGATOR

8.1 The Information Governance Manager will, in consultation with others, if necessary, 
decide who the Lead Investigator should be, who needs to be involved and will 
work with them to manage the breach. The Information Governance Manager is 
responsible for advising services on assessing the impact of any data breach of the 
Data Protection legislation. This can include recommendations to restore data 
security. The Information Governance Manager will appoint a lead investigator will 
for serious breaches but could be appointed for minor breaches if the Information 
Governance Manager did not understand enough about the breach.

8.2 The Lead Investigator could be any of the following:

 a officer  of Audit and Investigations

 Executive Head
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 Information Governance Manager

 a officer  of Human Resources

 a combination of the above

8.3 The Information Governance Manager will decide whom to notify. 

8.4 Inform the Senior Information Risk Owner (SIRO) of any minor breaches at the 
Information Governance Managers regular review meetings. For serious breaches 
(i.e. the extent of the ‘damage’), the SIRO must be informed immediately, the Chief 
Executive and Head of Transformation will also be made aware 

8.5 The Lead Investigator/SIRO must also consider whether the police need to be 
informed. This could be appropriate where illegal activity is known or is believed to 
have occurred, or where there is a risk that illegal activity might occur in the future. 
If credit card numbers are lost then tell the appropriate bankcard provider.

8.6 If necessary, consider notifying all staff to prevent additional breaches.

8.7 The Information Governance Manager will maintain a log with the details of all 
breaches. This will include who the Lead Investigator is, when the breach occurred, 
who is involved and what action must be taken after the breach.

9. INVESTIGATION PROCEDURE

9.1 Begin investigation immediately on receipt of notification. Complete urgently and 
wherever possible within 72 hours of the breach being discovered/reported. Carry 
out, if necessary, a further review of the causes of the breach and 
recommendations for future improvements once the matter has been resolved

9.2 The next state, in most cases, would be to investigate the breach by the Lead 
Investigator. The Lead Investigator should ascertain whose data was involved in the 
breach, the person or people responsible for the breach, the potential effect on the 
data subject and what further steps need to be taken to remedy the situation. 

9.3 Breaches will require not just an initial investigation, decision on the severity and 
containment of the situation but also a recovery plan including, where necessary 
damage limitation. This will often involve input from ICT, HR, Legal, Information 
Governance and the appropriate department. In some cases, contact with external 
stakeholders or suppliers may be required. 

9.4 The Lead Investigator will establish the questions for interviews and then meet with 
the participants. This could be (but is not limited to or necessarily all of them) 
witnesses, victims and perpetrators, senior managers.

9.5 The Lead Investigator will identify if there is a need for expert advice from either 
professional advisers or Legal Services. 

9.6 Issues to be addressed during the investigation will include:

 the date when the breach occurred 
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 the date when the breach was identified to SHBC and by whom 

 the type of data and the number of records involved

  its sensitivity

 the circumstances of the release

 what protection is in place (for example encryption) 

 what has happened to the data? 

  whether the data could be put to any illegal or inappropriate use

 how many people are affected?

 what group of people has been affected (the public, suppliers etc)

 whether there are wider consequences of the breach

9.7 The Lead Investigator, via the Information Governance Manager, will keep an 
electronic record of all activities during the investigation. This could include the 
actions taken to mitigate the breach and lessons learnt. The reason for this is that 
the records may need sharing if there are actions by the police, Information 
Commissioner’s Office, legal proceedings or Audit.

9.8 There could be a number of investigations going on at any one time for example by 
Human Resources and ICT.

9.9 The Information Governance Manager will assist the Lead Investigator, where 
necessary. This could include informing the Information Commissioner’s Office, 
calculating the severity of the incident, collating reports, implementing actions from 
the Information Governance report.

9.10 If systemic or on-going problems are identified, draw up an action plan to correct. If 
the breach warrants a disciplinary investigation (for example due to negligence), the 
Lead Investigator should pass on any relevant information to Human Resources 
who will make the final decision on sanctions against staff.

9.11 The Lead Investigator should produce a report for the SIRO and be written with it in 
mind that it may be shared with the ICO.

9.12 The report must address the following:

 establish the facts (including those that may be disputed)

 include a chronology of events including the containment, recovery and how 
the breach has been investigated

 a risk analysis

 a commentary of the weight of evidence
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 action to minimise/mitigate effect on individuals involved including whether the 
victims have been informed

 whether any other regulatory body and been informed and their response 

 recommendations to reduce the chance of the same breach happening again

10. CONTAINMENT 

10.1 At the same time as an investigation is happening, containment and recovery must 
also happen.

10.2 The Lead Investigator must ascertain whether the breach is still occurring. If so, it 
must be stopped immediately and minimise the effect of the breach. This will 
involve liaison with appropriate staff. Examples might be the ICT Manager 
authorising the shutdown of a computer system or stopping the delivery of 
electronic mail. 

10.3 Media and Marketing may need telling of a breach if there is a possibility of 
information published on the Internet or the press told and their assistance is 
required in managing a media response.

11. REPORTING PERSONAL DATA BREACHES TO THE INFORMATION 
COMMISSIONER’S OFFICE

11.1 The GDPR places a duty on all organisations to report certain types of data breach 
to the Information Commissioner’s Office

11.2 In the case of a personal data breach, the Council shall without undue delay and, 
where feasible, no later than 72 hours after becoming aware of breach, notify the 
ICO, unless the personal data breach is unlikely to result in a risk to the rights and 
freedoms of an individual. A reason for the delay, if notification is not within 72 
hours, is required along with the notification.

11.3 The GDPR states that a personal data breach must be reported to the ICO if the 
breach is likely to result in a risk to the rights and freedoms of the individuals 
concerned. By this, it means discrimination, damage to reputation, financial loss, 
loss of confidentiality or any other significant economic or social disadvantage. It 
also requires that this be on a case-by-case basis. There is no need to notify the 
ICO if there is not a risk to persons’ rights and freedoms.  

11.4 After carrying out a full assessment of the risk, the decision as to whether or not to 
inform the ICO would normally rest with the Senior Information Risk Owner. If the 
decision is to notify the ICO, the Information Governance Manager or if not 
available, the Data Protection Officer will act as liaison with the ICO. 

11.5 The Data Protection Officer or Information Governance Manager in conjunction 
Human Resources will also need to consider whether any officer concerned with 
the breach will be subject to disciplinary procedures. 

11.6 Providing all information may not be possible in the initial response but it should 
contain the minimum recorded in the log. Use either the online reporting tool or via 
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the telephone.  Failing to notify a breach when required to do so can result in a fine 
up to €10 million. 

12. REVIEW

12.1 A policy review will take place after a serious breach or after legislative changes, 
important changes in case law or guidance. 

Report a breach - https://ico.org.uk/for-organisations/report-a-breach/ 
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1

Data Information Security Policy

Summary

This report asks the Employment Committee to adopt a revised Data Information 
Security Policy following consideration by the Joint Staff Consultative Group.

RECOMMENDATION 

The Committee is advised to RESOLVE that revised Information Security 
Policy be adopted.

1. Resource Implications

1.1 There are no additional revenue or capital cost implications arising from 
the report.  

2. Key Issues

2.1 This policy is made up of a number of separate documents or sub-
policies. They cover the rules and guidance which need to be applied 
by staff, managers, system administrators, ICT specialists and others. 

2.2 This policy sets the framework for protecting and securing our 
information assets in SHBC. This policy will help to:

 Ensure that the personal privacy of our citizens is respected
 Ensure that organisational confidentiality is protected 
 Safeguard the information contained within our computer systems
 Reduce legal risk
 Reduce the risk of error, theft, fraud and misuse of facilities 
 Provide guidance for our staff to make the best us of our systems
 Comply with GDPR legislation 

2.3 This revised policy was considered by the Joint Staff Consultative 
Group at its meeting on 12 March 2020 and recommended for 
adoption.

3. Options

3.1 The Committee has the option to agree the revised Information 
Security Policy or make any amendments considered appropriate.

4. Equalities Impact 

4.1 Completed.
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2

Annexes Annex A – Information Security Policy 

Background papers None

Author/contact details James Rutter – ICT Manager
James.rutter@surreyheath.gov.uk

Executive Head Louise Livingston, Executive Head of 
Transformation
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1. Message from the Chief Executive

Information is the lifeblood of the Council and is one of its most important assets. It 
exists in many forms, but a great deal of it now depends on Information and 
Communications Technology (ICT). There are many threats and risks to our 
information and we must do all we can to control them. All of us have a responsibility 
to play our part in ensuring the security of our information and systems.
 
All information which is produced on behalf of the council is its corporate memory 
and owned by the council.

The Information Security Policy sets the framework for protecting and securing our 
information assets in Surrey Heath Borough Council.  This Policy will help to:

 Ensure that the personal privacy of our citizens is respected
 Ensure that organisational confidentiality is protected.
 Safeguard the information contained within our computer systems
 Reduce legal risk
 Reduce the risk of error, theft, fraud and misuse of facilities
 Provide guidance for our staff to make the best use of our systems
 Comply with Chapter II, Article 5(1)(f) of the General Data Protection 

Regulation (GDPR) as required by Article 5(2) to demonstrate 
compliance with accountability

We have many technical ICT elements in our approach to security – firewalls, anti-
virus software, passwords and access control, back-ups and so on.  They play an 
important role, but can be rendered useless if we do not all play our part.  Writing a 
password on a piece of paper and storing in a drawer, downloading software which 
might damage the network, clicking on links in suspicious emails, logging staff onto 
the network using your own password or letting an intruder into the building without 
checking their credentials are just a few examples of how individual actions can 
create great damage.

I expect all Surrey Heath staff to be familiar with the essential elements of the 
Council’s Information Security Policy and to ensure that they work within the 
guidelines that it contains.

Chief Executive
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2. Introduction 

The Policy is made up of a number of separate documents or sub-policies.  They 
cover the rules and guidance which need to be applied by staff, managers, system 
administrators, ICT specialists and others.  Some policies directly affect certain 
groups only, such as Network administrators when they are doing network 
configuration and support. 

This policy is not relevant to members as they do not connect to the Surrey Heath 
network. All ICT security and Information Governance for members will be 
referenced in the Constitution – part 5 Codes and Protocols – Section C – IT Code of 
Practice for Members 

Any breach of this policy will be considered as a potential disciplinary offence.  
In the absence of the ICT Manager, all incidents should be reported to the Executive 
Head of Transformation or the Corporate Enforcement Manager

There are regulations which affect all users with access to information.  In order to 
comply we must ensure we manage our information effectively, taking into account 
any legal requirements.  Below is a list of legislation which affects some or all 
services and are drivers for ICT security and Information Governance:

General Data Protection Regulation 2016

Lawful Business Practice Regulation 2000
Human Rights Act 1998
Freedom of Information Act 2000
Protection of Freedoms Act 2012
Environmental Information Regulations 2004
Regulation of Investigatory Powers Act 2000
Misuse of Computers Act 1990
Re-use of Public Sector Information Regulations 2015

All queries and comments relating to this policy document should be addressed to the 
ICT Manager.

3. Training and Awareness

It is important that staff attend scheduled training courses to ensure that they 
understand how to use the systems and software. Data Protection training is 
mandatory. We need to satisfy ourselves, and our partners, that we have a 
comprehensive approach to Information Security

4. Responsibilities

All staff – to be aware of and apply the Information Security Policy and any related 
policies in their handling of information, whether or not using technology to do so.

Managers – to ensure their staff are aware of their responsibilities, and to prevent 
breaches within their service areas.
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Network & Security Team – development and application of the policy and practices, 
and responsibility for the investigation and resolution for any identified or suspected 
ICT security incident. 

Information Governance Manager, Data Protection Officer and Senior Information 
Risk Owner – for data protection and security breaches

ICT Manager and Information Governance Manager – custodian of the policy, and 
responsible for its updating, subject to appropriate consultation with and approval (as 
required) 
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Information Security Policy

2.0 Password Policy

2.1 Purpose and scope

The purpose of having a password policy for the organisation is to provide guidance 
on best practice when using passwords for all of our ICT Systems.

This policy applies equally to all users of ICT Systems at Surrey Heath Borough 
Council, including head of paid service, statutory officers, all permanent members of 
staff, temporary staff, contractors and third-party support companies.  Good 
password practice should be applied to any system where a password is required.  

2.2 Network user accounts

Each network user is given a unique user account and associated password to grant 
them access to the Council’s computer systems.  This password is unique to the 
user and must be kept confidential to that user. 

2.3 Okta Single Sign on

Okta is an environment that links to your network account and enables a single sign 
on dashboard environment to log into various applications.  Once logged into Okta 
using your network password, users will be able to seamlessly log into each 
application displayed on their dashboard.  The technology is designed to avoid the 
need for users to remember or write down lots of different passwords, and in so 
doing reduce the risk of unauthorised access to the network.

2.4 Application passwords

Each application is usually controlled with user identification and permissions to 
ensure users can only access appropriate areas of that application.  Application 
access can be linked to your network login and automatically log a user in.  

Older legacy applications will require a user to log in separately with a different 
password to their network password.  This application password is unique to the user 
and must be kept confidential to that user.

2.5 User responsibility

It is the user’s responsibility to protect their passwords from being disclosed to any 
other person.  Under no circumstances should you reveal your password to a 
colleague, a member of ICT support staff or any other person that may ask for it.  

Passwords must be kept confidential at all times.  If a member of ICT support staff 
require access to a user’s account to resolve a Service Desk call, they must, in 
normal circumstances, obtain written permission from the user (or line manager in 
the user’s absence), and reset the password.  Only in exceptional circumstances can 
ICT reset a user password without permission.  The password will then need to be 
reset once the support call has been closed.
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Under no circumstances should you log someone else onto a system using your 
password.

Passwords should not be written down on pieces of paper, stored on sticky notes or 
stored in computer files without password protection.  This will be considered as a 
disciplinary offence.  It is recommended that a user creates either a word document 
or excel spreadsheet and applies a memorable password.  This should then be used 
to store all Surrey Heath passwords relevant to that user.

Passwords must not be inserted into or transmitted via email messages as these are 
not secure.  Passwords will only be issued verbally on the phone to an actual 
individual if the issuer is certain of the user’s identity.   Passwords will normally be 
issued in person and the issuer will need to see proof of identify if the user is not 
known.

2.6 Temporary passwords

Temporary passwords must be changed immediately at first logon.  Any password 
resets performed by the ICT Service Desk staff will be set to ‘Force password 
change at next logon’ as default.

2.7 Network password standards

Various security standards now suggest network passwords should be a minimum of 
15 characters and users are encouraged to use a phrase rather than a single word 
with numbers and non-alpha numeric characters.

This new standard makes the password more difficult for hackers to penetrate.

Choose a phrase type password.    Suggestions of phrases (but please do not use 
the suggestions below) could be:

 Barney_is_a_purple_d1nosaur  
 Pouring rain is all we need!
 London_bound_City_break
 Wear_a_Sunhat_in_sunny_weather!

The combination needs to be at least 3 of the following 4 categories, and you can 
use spaces.

 Uppercase
 Lower case
 Numbers  (0 through to 9)
 Symbols found on the keyboard (all keyboard characters not defined as letters 

or numerals) and spaces  e.g. ~!@#$%^&*_-+=`|\(){}[]:;"'<>,.?/ 

The password must NOT contain your login name.

Network passwords are set to force a change every 90 days.  
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2.8 Past passwords

The last 20 Network passwords are remembered by the system.  This prevents 
passwords being repeatedly reused.  It is bad practice to alternate between two 
passwords each time a password change is required.  

You have up to 3 login attempts before your account is locked.   You will need to wait 
5 minutes before you try again, or contact the ICT Service Desk to have the account 
unlocked.

2.9 ICT Passwords and 1Password

Members of ICT who have administrative access to applications or servers should 
only use the 1Password application for their storage.  This will ensure passwords are 
secure and accessible for other members of the team if required.  

It also ensures passwords are available and accessible in a disaster recovery 
scenario where building access has been lost.

2.10 Misuse of passwords

Any member of staff found to be attempting to gain access to systems without 
permission including but not limited to, guessing, cracking or attempting to coerce 
other staff members to give up their password will be subject to disciplinary 
proceedings.

2.11 Passwords for documents

If a document contains confidential or sensitive personal data it must be password 
protected or stored in a secure location within Box.

2.12 Browser use on shared devices (such as standalone loan laptops and 
shared logins to training room PCs and meet & greet etc)

If you use a web browser to access services such as email accounts, social media or 
any other service which require login credentials (username and password) you must 
use an incognito (private) mode browser window.    

Failure to do this could result in your accounts being left signed in and other users 
gaining access to your accounts. 
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Information Security Policy

3.0 Starters, Change of access and Leavers Policy

3.1 Purpose and scope

This policy clarifies the requirements for making changes to User Access Rights or 
Privileges for any of the Council’s ICT systems.  It covers new starters and leavers 
procedures, and change of job roles resulting in change of permissions

This policy applies equally to all users of ICT Systems at Surrey Heath Borough 
Council, including head of paid service, statutory officers, all permanent members of 
staff, temporary staff, contractors and third-party support companies.    

3.2 New accounts and system access

New account registration requests should be submitted to Human Resources who 
require time to carry out the appropriate security checks according to the role.  Once 
Human Resources have completed their checks, ICT Service Desk requires four 
working days to create the account and system access prior to that user being 
issued with connection details.

New account requests must be authorised by the Human Resources Team and the 
line manager of the new member of staff.

Requests should be logged on the ICT Service Desk system.  This raises a call with 
the Service Desk that is used to maintain and record all new user requests.

3.3 Name changes

Name change requests should be logged with the ICT Service Desk

3.4 Job or role change

If a network user changes role or job within the council, the permissions and system 
access should be reviewed and where possible cleared and re-created for the new 
role.  This prevents inappropriate permissions being inherited from one role to 
another.  It is the responsibility of a network user’s line manager to log a call on the 
ICT Service Desk System to advise ICT of the change of user role, failure to do so 
will be regarded as a serious breach of security.

All system administrators and ICT staff that are responsible for making changes to 
user permissions on any of the Council’s ICT systems must complete the following 
processes each time a permission change is made:

 The call will generate a sign off request for the Executive Head who has the 
necessary authority to authorise the required change on that system.  Once 
the authority for the change has been granted the actual work on changing 
permissions can proceed.  No changes will take place without sign off being 
received.
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 Authorisation details should be recorded in the journal for the Service Desk 
call.  If the change request was logged by a system administrator, they will be 
notified when the sign off has been received from the system owner and the 
call updated on their behalf.  It is then the system administrator’s responsibility 
to update the service desk with details about the permission changes once 
complete.   The ICT Service desk can then close the call with all the relevant 
information relating to this Permissions Change Request

 Northgate Iworld, Northgate Information@Work and Civica Financials user 
access is controlled by System Administrators who are non ICT staff.  The 
above procedures also apply to these System Administrators.  

3.5 GSi Convergence Framework (GCF) Network access

The GCF Network is a Cabinet Office controlled program providing an accredited 
and secure network between public sector organisations.
 
Users who require access to receive GCF services via the Public Sector Network 
should submit a request through the ICT Service Desk.

All new starters, including temporary and contract staff, will be subject to appropriate 
security checks according to the role through the Human Resources team.  

The User’s Human Resource file will be checked for a copy of a 10 year passport or 
2 of the following documents:

British driving license
Form P45
Birth Certificate
Proof of Residence i.e. council tax or utility bill

If these documents are not currently on file, they will need to be provided in order for 
the account to be created.

Once Human Resources are satisfied that the appropriate checks have been made, 
they will instruct the ICT Service Desk to create the GCF access.

3.6 Account closure

It is the responsibility of the network user’s line manager and departing member of 
staff to make suitable arrangements for important work, related documents and email 
to be made available for others to use in the future prior to the termination of a 
member of staff’s employment. It is important that the corporate memory of the 
Council is preserved.

It is the responsibility of the departing member of staff to delete or transfer work 
related electronic files that are stored in their email folders or their H:\ drive or Box 
drive prior to the termination of their employment.  They must make arrangements to 
delete or transfer personal data to a suitable medium before they leave.  Further 
advice can be provided by ICT Services.
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Once a line manager is aware that a member of their staff is leaving the employment 
of the authority, steps should be taken to deal with any required work related email, 
information or electronic computer files that have been stored by that employee in 
their personal areas such as their email folders or their personal document storage.  
Arrangements must be made between the manager and member of staff to move 
these documents to either a suitable shared area or to a colleague or line manager’s 
folder.  Any requests must be made within 4 weeks following the leaver’s last 
working day, at which point the emails and files will be removed from the network. 
CMT email accounts will be kept for 3 years after they have left. Emails and 
documents created by a user are the property of the council and should be available 
for others to use after someone leaves.  

It is the responsibility of the line manager to log a staff leaver request using the ICT 
Service Desk system in advance of the network users leave date where possible.  

The ICT Manager will review all active users on the network every 6 months.  

The ICT Manager will also circulate a leavers report initiated from the HR system 
every month end identifying any leavers in the previous month.  This will be 
circulated to the ICT Service Desk, Application Support Team, Financial Services 
and Revenues and Benefits to ensure all leavers have been removed/inactivated 
from the network and applications – this is a fall back process only.  Any leavers 
identified as still active on the network will be notified to the Executive Head of 
Transformation and the relevant Head of Service responsible for the line manager 
who failed to notify ICT.  Any breach of this rule will be treated as extremely serious 
due to the impact a leaver remaining on the network could have on the security of 
council services.

It is the responsibility of the leaver’s line manager to return the leaver’s security pass 
and any provided equipment to the ICT Service Desk on the leaver’s last working 
day.  This includes, but is not exclusive to, encrypted memory sticks, laptops, iPads 
and mobile phones.

When a member of staff leaves the employment of Surrey Heath Borough Council 
ICT, a risk assessment must be carried out by the ICT Manager as to whether it is 
necessary to reset administrator network and application passwords.

3.7 Network access for visitors and temporary staff including agency staff 
and work experience students

Under no circumstances should anyone be given access to the Surrey Heath 
network without having read and signed an agreement to adhere to the Surrey Heath 
Information Security Policy.

3.8 Work Experience students

Students must under no circumstances be left with unsupervised access to the 
council's network. 

Please refer to the Work Experience policy for further guidance
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3.9 Suspension of accounts

It is the responsibility of the Human Resources Department to immediately notify 
either the ICT Manager, a member of the Network & Security Team, or ICT Service 
Desk Team should it be deemed necessary to suspend access for any user of the 
Surrey Heath network.  Once notified, ICT will inform appropriate team members to 
ensure the account is not re-enabled in error.  This is particularly relevant in a 
redundancy or disciplinary situation.  

3.10 Building Access

Each member of staff will be issued with their own unique identification security pass 
on their first day of service containing a photograph and employee name.  This will 
allow building access to restricted areas within restricted time zones.  Passes should 
be visible at all times, particularly when entering through secure doors. 

Employees must keep passes secure at all times and be able to account for it, 
particularly when outside of the office. 

Non authorised personnel should never be allowed to pass through a secure door.  It 
is the responsibility of all employees and tenants of Surrey Heath House to challenge 
anyone attempting to tail-gate.

If a pass is lost, the ICT Service Desk must be notified immediately so that the pass 
can be inactivated.

If a pass is forgotten, a temporary pass can be issued from the ICT Service Desk, 
but must be returned the next time that employee is in the office.  Temporary passes 
not returned will be disabled.

Temporary passes can be issued to visitors under certain circumstances.  A 
permanent employee will be required to sign for the pass to agree to take 
responsibility for the return.
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Information Security Policy

4.0 Patch Management Policy

4.1 Purpose

This policy exists to define the patch management to create a consistent configured 
environment that is secure against known vulnerabilities in operating systems and 
software.

The Patch Management Policy covers Desktops and Servers, applications and 
operating systems.                     

It is the responsibility of the ICT Manager, Network & Security Team, Application 
Support and ICT Service Desk to ensure that our technology environment is up to 
date with current patches. 

4.2 Windows Server Update Service (WSUS) Patch Management

WSUS server connects to the Microsoft service periodically and downloads all 
available updates for onsite servers. 

Although Microsoft carry out extensive testing for all patches, it is vitally important 
only to deploy updates which are relevant to the Council’s particular environment, as 
any changes through patches can have a detrimental effect on other applications or 
systems. 

The Network & Security Officers will review and schedule the patches to be applied 
to each server if required, preferably outside of normal office hours to avoid 
disruption to users. Any updates which are later found to cause problems with 
selected users or applications can be automatically recalled and uninstalled 
centrally.

Cloud based servers will be patched by the member of ICT who administers the 
server if this is not managed by a Supplier.

A record of all updates downloaded and tested and deployed will be kept by the 
Network & Security Officers.  

A log of all withdrawn updates will be kept by the Network & Security Officers.  

A log of all available patches not deployed will be kept by the Network & Security 
Officers.  

All logs are to be made available on request by the ICT Manager for audit purposes.

4.3 Desktop 

All desktops and direct access laptops are patched at least monthly.  As Microsoft 
patches are released, a test machine is initially patched and tested.  
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A desktop image management tool is used to automatically roll out the latest desktop 
patch releases.

Once the test patch is signed off, the image management tool is used to roll out a 
layer to a test group of machines for a few days of testing.

If no issues arise the remaining suite of desktops and direct access laptops are 
patched automatically.

Patch releases are monitored regularly by the Network & Security Officers.  If an 
urgent patch is available, this will be prioritised and installed immediately.

4.4 Application Software

Patches to application software by third parties will be managed by system 
administrators, the Application Support team or the ICT Service Desk. 

Any application patches and upgrades will be loaded onto the test system where 
available in the first instance, and when fully tested by users, will be copied onto the 
‘live’ system.  Any updated application software found not to be compatible with the 
‘live’ system will be removed and the software rolled back to the previous release.

Cloud based applications will normally be patched by the third party supplier as 
detailed in the relevant contracts.

4.5 Cloud Services

It is essential, where cloud services are employed (particularly with respect to IaaS 
and PaaS), that the Network and Security Officers are absolutely clear (whether 
through contractual agreement or other arrangements) whether the responsibility to 
carry out certain actions (ie patching) lies with the team or the cloud supplier. Note 
that in the case of an audit or site visit you can expect Public Sector Network team 
assessors to check this.

If you are using cloud services: Cloud Security Principle 5.3 Protective Monitoring 
should be factored into your overall monitoring strategy. Note that a cloud service will 
only provide monitoring with respect to the service provisioned. If you consume 
Infrastructure as a Service (IaaS) or Platform as a Service (PaaS), you are 
responsible for monitoring of capability deployed onto the infrastructure. If you are 
consuming Software as a Service (SaaS), you should consider how you will be able 
to monitor for any potential abuse of business process or privilege. 
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Information Security Policy

5.0 Virus and Malicious Software Management Policy

5.1 Purpose and scope

The purpose of this policy is to help protect council computer systems and networks 
from the threat of Viruses and Malicious Software.

This policy applies equally to all users of ICT Systems at Surrey Heath Borough 
Council, including head of paid service, statutory officers, all permanent members of 
staff, temporary staff, contractors and third-party support companies. 

5.2 What is a virus or malicious software?

A computer virus or malware is malicious computer software designed to disrupt, 
corrupt, delete or obtain information for improper purposes.  Viruses have the 
potential to spread in a very short time as they take advantage of computer networks 
and electronic mail systems to replicate quickly, sometimes before anti-virus vendors 
have produced updates for their software.

Viruses have traditionally been transmitted by email often using spoofed email 
addresses to make the email look like it is from a legitimate source.

Viruses and malware can be activated by visiting infected web pages, opening 
attachments in emails, running macros in office documents, installing unauthorised 
software and transmission of data using CD/DVD’s, USB memory sticks, memory 
cards and any other form of portable media.  You should be aware of the risks when 
using any of the above.  This policy provides advice and best practice in these areas.

5.3 Personal and third party equipment

Only authorised computers provided by ICT Services with the relevant security 
software loaded on them are permitted to be connected directly to the Council’s 
computer networks.  Under no circumstances should non Surrey Heath equipment 
be connected to council networks without prior written permission from the ICT 
Manager.  Any breach of this rule will be treated as extremely serious due to the 
impact a virus on the network could have on council services and noncompliance 
with code of connection agreements to the Public Sector Network.  

Remote access to the Surrey Heath network is only acceptable with non-Surrey 
Heath equipment for ICT support contractors and ICT staff for remote support, or 
other staff using authorised access through the Watchguard portal

5.4 Anti-virus software

ICT Services install anti-virus software on every PC, server and laptop computer that 
is used on the Council’s computer networks.  This software is installed before a 
machine is issued by ICT Services and is configured to automatically update with 
virus definitions from a central server on a regular basis.  This software is installed to 
protect the PC and the Council’s computer networks, systems and users.  It takes 
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only one weakness in the security infrastructure to cause serious problems for a 
large number of staff.

The anti-virus software that the Council uses performs real-time scanning that will 
look for viruses whenever a computer file is accessed. Users should still be vigilant 
when opening files especially if they are from a third party organisation.  If users 
suspect they have opened a suspicious email they must contact the ICT Services 
Desk immediately.

Users must not under any circumstances alter the settings or configuration of the 
anti-virus program.

5.5 Email scanning

The Council uses an email scanning service that scans incoming and outgoing email 
traffic for all Surrey Heath Borough Council email users.  This system filters out 
viruses that are attached to electronic mail messages.  It is important to note that this 
system captures a large number of viruses but there is still the potential for viruses to 
slip past this system, so vigilance when opening emails is still very important.    The 
key message is to never click on links or attachments to emails where you do not 
know the originator, or the content may look suspicious.  Always contact the ICT 
Service Desk if you are not sure.

As well as the anti-virus scanning service, the Council also use a system that scans 
incoming and outgoing email for SPAM and improper content.  SPAM, amongst 
other things, is used to launch phishing attacks.  Some emails attempt to trick people 
into revealing confidential information that could then be used for fraudulent 
purposes or for an attack on an organisation.  If a user suspects a phishing attack 
they should contact the ICT Service Desk immediately for advice.

Page 33



Information Security Policy

6.0 Physical and Environmental Security Policy

6.1 Purpose and scope

The Council requires that physical access to ICT equipment shall be controlled in an 
adequate manner to provide reasonable protection against theft, damage, loss, or 
misuse.

The policy covers the use of any ICT equipment that is owned by or provided by 
Surrey Heath Borough Council.  It is applicable wherever that equipment is being 
used, whether in a Council workplace, off-site or in transit between work locations.

This policy applies equally to all users of ICT Systems at Surrey Heath Borough 
Council, including head of paid service, statutory officers, all permanent members of 
staff, temporary staff, contractors and third-party support companies.  

6.2 Physical Access Controls

General access to buildings should require appropriate levels of control. 

Physical access to all areas except the contact centre and public areas in Block B of 
Surrey Heath House will be controlled by a door entry swipe card system.  Swipe 
cards are issued to staff, tenants and some visitors via the ICT Service Desk.  Staff 
and tenants should display their identity pass at all times whilst in the secure areas.  
Staff and tenants should be mindful of tailgating and challenge or be prepared to be 
challenged if not displaying an appropriate pass.

All visitors will be escorted to and from the area/person they are visiting, and must 
report and register at main reception each day and clearly display a visitors pass 
whilst in the restricted areas

Network computer equipment will be housed in a controlled and secure environment 
with restricted access to essential ICT and Security staff only, using entry controls.  
No unauthorised access should be given and suppliers or contractors requiring 
access to this equipment should be supervised wherever possible.

6.3 Manual workstation lock

To ensure network accounts are not misused, it is a mandatory requirement when 
leaving your workstation to lock the screen to prevent unauthorised access to your 
computer and work.  Under no circumstances should you leave your workstation 
unlocked with unsupervised access to the network to another person.  The only 
exception to this would be for a member of ICT or a supplier who is trying to resolve 
a support call.
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This is a simple process of pressing and holding down the Ctrl+Alt keys and then 
pressing the Del key, this will bring up the Windows Security box on screen where 
you can then press Enter or click on ‘Lock Computer’ to lock your workstation.  

A quicker option is to hold down the Windows Key and press the ‘L’ key. This 
prevents anyone tampering with your computer whilst you are away from your desk.  

6.4 Automatic workstation lock

The network also has an automatic policy that locks user’s systems, as discussed 
above, after a period of 7 minutes of inactivity.  All staff must manually lock their own 
system when they leave their desk as there is still a window of 7 minutes where 
misuse could occur. The automatic workstation lock should not be removed or 
changed.

6.5 Portable & hand-held equipment

Users of portable computer equipment are responsible for the security of the 
hardware and the information it holds at all times on or off council sites.  The 
equipment should only be used by council officers to whom the equipment is issued.  
Family members and friends are not permitted to use council issued ICT equipment.

Portable computers must have appropriate access protection, for example 
passwords and encryption software and must not be left unattended in public places. 

Passwords should never be stored with the device. 

When travelling in a car with portable equipment the following must be adhered to

must be kept in the locked boot of the car and out of sight if it is essential to 
leave it unattended at any time.
must not be left in a car overnight

if it is stored at home it must not be left on display

Power on passwords should be used on portable ICT equipment to protect the 
device from unauthorised access.

When travelling, be careful what is displayed on the screen.  Do not look at any 
confidential or personal information which others could see. 

Do not discuss confidential or personal information on phones in public

6.6 Equipment installation

ICT Equipment must always be purchased, tagged and installed by, or with the 
permission of the ICT team. 

Under no circumstances should ICT equipment be moved by non ICT staff unless it 
is portable equipment.
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If a user requires equipment to be relocated it should be pre-arranged by logging a 
call with the ICT Service Desk.

All software must be purchased through and installed by the ICT Service who 
maintains a central record for licensing purposes.  All software media will be retained 
by the ICT Service to ensure it is correctly licensed, installed, used and available for 
business recovery purposes. No unauthorised software must be installed on any 
Council equipment.

Instant messaging services such as MSN or Yahoo must not be installed or used on 
Council provided computers, unless there is a specific work requirement to do so.  

Approval of any such installation shall be subject to the prior written approval of the 
ICT Manager.

6.7 Equipment and media disposal

All PCs, laptops, tablets, digital cameras, mobile phones and the like, and any other 
form of ICT equipment that has the capacity to store data in any form must be 
returned to the ICT Service for proper disposal.  There is a risk of a data breach if 
these devices are disposed of before data has been properly removed or wiped.

Electrical device disposal should be compliant with WEEE legislation.

6.8 Return of equipment

All equipment and software provided by the Council remains the property of the 
Council at all times and must be returned before leaving the Council or when it is no 
longer required.  

6.9 Network Availability

Access to the computer network is available during normal office hours 08:00 to 
18:00 Monday to Thursday and 08:00 to 17:30 Friday.  Access outside of these 
times cannot be guaranteed due to essential maintenance that might be taking 
place.

The ICT Manager, Network and Security Manager and Executive Head of 
Transformation reserve the right to take down any part of the ICT network without 
prior agreement to carry out urgent essential maintenance as deemed necessary.

6.10 Remote access

Okta

Staff are encouraged to use the Okta portal for remote access 
https://surreyheath.okta.com

The Okta portal allows access to email, Box, Freshservice and other systems without 
requiring additional passwords.  Please use your existing Surrey Heath email 
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address and password to login, for remote access you will also be promoted for Multi 
Factor Authentication (The ICT Service Desk will be able to provide further advice on 
this).  Certain Okta integration will require the install of an Okta browser plugin, 
please follow the prompts to install this if required.  The ICT Service Desk is unable 
to provide support on non-Surrey Heath equipment but can provide user notes for 
assistance.

Watchguard Access Portal

Staff are able to access internal systems via the Watchguard Access Portal.  Please 
login to Okta 
(https://surreyheath.okta.com) 
using your email address and network password.  Multi Factor Authentication will be 
required for remote access. (The ICT Service Desk will be able to provide further 
advice on this).   From the Okta dashboard click Watchguard Access Portal and click 
the resources you need to access entering your network credentials when 
prompted.  Whilst there isn’t a need for additional software to be installed we would 
encourage the use of a modern browser for access.  If you don’t see a Watchguard 
Access Portal icon in Okta please raise a request via Freshservice where they will be 
happy to assist within normal service level agreement timeframes.  The ICT Service 
Desk are unable to provide support on non-Surrey Heath equipment but can provide 
user notes for assistance.

6.11 Third party access

It is the responsibility of all users requesting or obtaining Third Party Access to 
comply with this policy. 

Third party access to the Surrey Heath network may be made for Surrey Heath 
Borough Council administrative or support purposes only.  The preferred access 
provision will be by the creation of a network account for that third party with remote 
access coming through the staff portal.  In certain circumstances it may be 
necessary for the supplier to be given direct access using on-demand collaboration 
tools such as TeamViewer or Webex.   These tools must never be used on the 
Surrey Heath network without prior authorisation from the ICT Manager or Network 
and Security Manager due to the security risk this type of connection can create to 
the network. 

Access Requests 

Requests to allow access to the Surrey Heath network or attached devices must 
meet the following criteria: 

(a) Requests for third party access must be formally requested by logging a call on 
the ICT Service Desk and obtaining approval from the ICT Manager.  
(b) The requestor must then complete and sign the SHBC Third party access request 
document. 
(c) The originator of this Service Desk call will act as the sponsor for the Third Party. 
Where there is an approved need for third party access, security controls will be 
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agreed and defined in a contract with the third party as detailed in Third Party 
Remote Use Agreement. 

Access to the Surrey Heath network facilities by third parties will not be provided until 
the above has been actioned and approved. 

Third party access must be permitted only to the facilities, services and data, which 
are required to perform the specified tasks, as outlined by the System Administrator 
in the original request for access. 

The purpose of the third party access must be outlined by the System Administrator. 

Once the work has been completed, the supplier must contact Surrey Heath ICT to 
confirm the work has been completed.  Surrey Heath domain account administrators 
will then disable access and logging a Service Desk call.

Third Party Remote Use Agreement 

Please refer to the Third Party agreement that must be signed by all third parties 
prior to access being given. 

Confidentiality 

Where third parties have direct or indirect access to data or information owned by 
Surrey Heath Borough Council, this information must not be divulged or distributed to 
anyone.  Documents which contain personal information including but not limited to 
names, addresses or telephone numbers, medical records, financial records of 
Surrey Heath Borough Council must be carefully controlled and must not be released 
or disclosed to any unauthorised individuals or sources.   It may be necessary to 
have a data sharing agreement in place, prior to this third party access.  Please 
contact the Information Governance Manager for advice.

Unique Supplier Authentication 

In order to ensure individual accountability on Surrey Heath network devices and 
applications, all third parties at a supplier level granted access must be given a 
unique user-id and password. The Third Party will at all times be held responsible for 
any activities which occur on Surrey Heath Borough Council networks and 
applications using this unique user-id. The Third Party is solely responsible for 
ensuring that any username and password that they are granted remains confidential 
and is not used by unauthorised individuals. 

Host Security 

When a Third Party is logged into the Surrey Heath Borough Council network, they 
should not leave the host they are logged onto unattended.  Workstations/laptops 
that are used to display Surrey Heath data must be located in such a way that 
confidential information is not displayed to unauthorised persons or the general 
public. Up-to-date Virus checking software must be installed on any relevant devices 
that are being used to access the Surrey Heath Borough Council network or 
attached devices. 
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6.12 Virtual Private Networks

Certain applications may require a virtual private network configured to enable the 
software to function correctly. 

If a virtual private network connection is required, an agreement contract should be 
made with the third party to ensure the security of the Surrey Heath network and to 
meet Public Sector Network connection requirements.
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Information Security Policy

7.0 Internet Usage Policy

7.1 Purpose and scope

This policy is to provide guidance on acceptable internet use whilst connected to the 
Surrey Heath network.

7.2 Use

Internet services are provided by the Council for use in the performance of the 
Council's services. As a general rule, staff should use Internet technologies and 
services only in the execution of their official duties and tasks.

Occasional, limited and responsible private use is permitted subject to compliance 
with the particular rules given below.

Users are not permitted to subscribe to chargeable services on the Internet without 
the specific authority of the Executive Head responsible.

This policy applies equally to all users of ICT Systems at Surrey Heath Borough 
Council, including head of paid service, statutory officers, all permanent members of 
staff, temporary staff, contractors and third-party support companies. 

7.3 Misuse

The following actions will normally amount to misuse of the Internet and breach of 
this policy:

 creating, circulating, distributing, storing, downloading or intentionally viewing 
material which is offensive, obscene, sexually explicit, pornographic, racist, 
defamatory, hateful, which incites or depicts violence, or describes techniques for 
criminal or terrorist acts, or which otherwise might bring the Council into disrepute 
or expose it to legal action.

 using the Internet for purposes that may be illegal or contravene Council policies 
(such as disclosing personal information in contravention of data protection 
legislation).

 political lobbying or private business, taking part in discussions on matters which 
are politically controversial, whether nationally or locally, or giving advice or 
information known to be contrary to the Council's policies or interests.

 breaking through security controls, whether on the Council's equipment or on any 
other computer system.

 accessing Internet traffic (such as email) not intended for the user, even if not 
protected by security controls, or doing anything which would adversely affect the 
ability of others to access Internet resources they are entitled to access.

 intentionally or recklessly accessing or transmitting computer viruses and similar 
software, or intentionally accessing or transmitting information about, or software 
designed for, breaching security controls or creating computer viruses.

 any activities which could cause congestion and disruption of networks and 
systems. 
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 any illegal activity

7.4 Copyright

Copyright laws apply to any copyrighted material accessed or sent through the 
Internet. Copyright infringement can occur through downloading files from the 
Internet or where text is copied into or attached to an email message.

Users must not transmit copyright software from their computer to the Internet, or 
permit anyone else to access it on their computer via the Internet.

Copyright and other rights in all messages posted to the Internet from a Council 
account, like other material produced at work, belong to the Council, and not to users 
personally.

7.5 Provision of Access

Internet access may be withdrawn for breaches of this policy or at the discretion of 
the employee's Executive Head.

7.6 Personal Use

Occasional, limited and responsible private use is permitted subject to managerial 
approval and compliance with this policy.  

Personal use of the internet should normally be undertaken outside working hours.

Downloading of music or video files is not permitted except for Council-related 
purposes.

Printing from the internet for personal use is not permitted.
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Information Security Policy

8.0 Secure Data Transfer Policy

8.1 Purpose and scope

This policy protects data which is being electronically transferred to or from Surrey 
Heath Borough Council ICT systems internally or externally.  This policy must be 
applied to any sensitive or personal data being transferred by electronic means.  
Transfer of non- electronic sensitive or personal information is not covered by this 
policy and advice should be sought in advance from the Information Governance 
Manager. 

No data containing personal or sensitive information should be made available or 
transferred outside of the Surrey Heath Borough Council ICT Systems without a data 
sharing agreement or approval and advice from the Information Governance 
Manager.  This includes forwarding of data to a non Surrey Heath email account.

This policy applies equally to all users of ICT Systems at Surrey Heath Borough 
Council, including head of paid service, statutory officers, all permanent members of 
staff, temporary staff, contractors and third-party support companies.  

8.2 Physical security

ICT systems, infrastructure and media should be protected from inappropriate 
access in accordance with the Information Security Policy.  Particular care must be 
made to ensure that portable systems and media containing sensitive or personal 
data are secure.  Any loss of ICT hardware should be reported to the ICT Service 
immediately and any suspected loss of sensitive or personal data should be reported 
to the Information Governance Manager and your line manager immediately.  Media 
used for data transfer must be adequately protected during transit with encryption 
and passwords.  Further advice can be provided by contacting the ICT Service Desk.

8.3 Electronic security

Sensitive or personal data being stored on media for transfer or sent electronically 
across a network must be protected.  The appropriate type of protection should be 
determined in consultation with the ICT Service.  Contracts with third parties must 
contain clauses to protect data.  Advice should be sought in advance from Legal 
Services and the Information Governance Manager when third parties are acting as 
‘data processors’ as defined in the General Data Protection Regulation.  Typically, 
data should be password protected and encrypted.  The possible forms of protection 
are dependent on the type of data, location, size, recipient, sensitivity and other 
constraints so it is not possible to have a single solution for all needs, but if it 
contains personal or sensitive personal data it must not be accessible to others if it 
inadvertently falls into the wrong hands.  

Cloud computing – No Surrey Heath data should be stored outside of the European 
Economic Area unless that country ensures an adequate level of protection 
approved by the Information Governance Manager. You must not sign up to any 
cloud computing systems which would store potentially sensitive information without 
the ICT Manager’s authority  File hosting services such as Dropbox, Microsoft 
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Onedrive and Google Docs  should not be used for transferring sensitive or personal 
Surrey Heath data.

8.4 Media

Only hardware provided by or approved by the ICT Service may be used for data 
transfer.  Hardware sent to third parties should be verified clean and empty before it 
is used (preferably new stock).  The recipient must either return the hardware after 
use or have in place an appropriate disposal regime.  This must be checked in 
advance of data being sent. An audit should take place if it is expected the recipient 
is to destroy the information.
  
Electronic storage devices that have been used on non-council computers represent 
a significant security risk to the Council and its ICT systems.  Only removable media 
supplied by the ICT Service should be used with Surrey Heath Borough Council 
systems.  It is not acceptable to introduce non Surrey Heath memory cards, USB 
storage devices or any other electronic storage device onto any Council computers 
unless permission to do so has been sought from the ICT Manager.  A valid 
business case will be required to obtain this approval.  

Media should be password protected with passwords being issued to the recipient 
once confirmation of receipt has been received. Under no circumstances should 
passwords be sent with the media.

Media received from third parties or returned by third parties must be virus checked 
before use.  Media received from third parties should be disposed of in accordance 
with this security policy.

8.5 Email

Email is not a secure form of transfer.  Any sensitive or personal data transferred by 
email must be protected.  The appropriate type of protection should be determined in 
consultation with the ICT Service. The email management policy within this 
Information Security Policy provides policy and guidance on using emails as a form 
of communication.  Typically, data should be password protected, encrypted and 
zipped.  The possible forms of protection are dependent on the type of data, location, 
size, recipient, sensitivity and other constraints so it is not possible to have a single 
solution for all needs.  Passwords to access emailed data should be sent under 
separate cover or by other means (e.g. by post). 

Transportation

Transportation must be appropriate to the purpose.  The Post Room can provide 
assistance with postage and couriers.

Government Secure Email
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Central and Local Government organisations must follow the guidance for their 
secure email service to be considered secure by the rest of government. Further 
information about this facility can be obtained from the ICT Team 

Protective marking

Where appropriate, the National Protective Marking Scheme classifications should 
be used.  This provides for unclassified information and 3 levels of classification 
Official, Secret and Top Secret.  In most cases local government information will fall 
into the lower category of UNCLASSIFIED. It is not necessary to mark each 
document/email if it is official. If it contains sensitive/personal information you may 
wish to classify it Official – Sensitive in the subject field of the email. 

Processing of Credit/Debit card payments and PCI compliance

Credit/Debit card numbers must never be written down or transmitted by email or 
other insecure, online method (chat, instant messaging etc.), including internally.  
When processing a ‘customer not present’ card transaction, an employee may only 
enter the card information directly into the Surrey Heath payment form as the payee 
provides the information. 

Point of sale devices must only be accessed by authorised employees who require 
access as part of their job.

All receipts containing credit/debit card transaction information must be stored in a 
secure location.

In the event of a compromise to customer credit/debit card numbers or to the card 
processing device, you must immediately follow the Surrey Heath Data Breach 
Policy and contact the Information Governance Manager.

Formal training must take place for all relevant employees to teach them about 
security as it relates to credit/debit cards, paper with credit/debit card numbers on 
them and the devices that process credit card transactions.  It is the responsibility of 
the Information Governance Manager and Senior Information Risk Officer to ensure 
this training takes place. The Information Governance Manager must be informed if a 
new person is allowed to take PCI payments.

Call recording must be paused whilst taking credit/debit card details over the 
telephone.
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Information Security Policy

9.0 Data Storage Policy

9.1 Purpose and scope

The purpose of this policy is to help to protect Council data by providing guidance on 
best practice for storing data on council computer networks and systems.

This policy applies equally to all users of ICT Systems at Surrey Heath Borough 
Council, including head of paid service, statutory officers, all permanent members of 
staff, temporary staff, contractors and third-party support companies.  

9.2 Storing documents and files

The Council is moving towards storage of documents and files into the Box platform.  
By March 2019, it is anticipated that the majority of documents and files currently 
stored on the main filer will be stored in Box instead.  Each user will be provided with 
a team environment and a personal environment within the Box platform.

During the transition phase to Box, all documents and electronic files should be 
stored on either shared network drives, the Council’s Electronic Document Records 
Management System or within the Surrey Heath Borough Council Box environment.   

Data is a corporate resource and therefore should be available to colleagues if 
required and never stored on a local c:\drive or similar.

Documents may be stored on personal network drives or within the personal Box 
environment if it is confidential or personal and these types of documents should 
always be protected with a password on personal network drives.  

Network drives are backed up on a daily basis several times during the working day, 
so recovery of essential data is possible.  Local drives on computers and laptops are 
not backed up, therefore if the computer disk fails; the work stored on it will be lost.  
Box has a recover facility up to a period of 90 days should a file be corrupted or 
deleted by mistake.

Where possible work files and documents should be stored on structured workgroup 
shared drives such as GEN drive where colleagues can access work in your 
absence.

Personal documents should be stored on the users H:\ drive or personal Box area 
preferably in a folder called PERSONAL.  Any personal data stored on the corporate 
network must be Surrey Heath related.

Non Surrey Heath related data, images and files must not be stored on the Surrey 
Heath corporate network or Surrey Heath hardware.

Files which have a large file size can impact on other network users by slowing down 
the network and affecting backup routines.  Care should be taken when creating or 
transferring large files onto the corporate network, especially video files and 
photographs.   It is preferable to keep these types of files to a minimum and discuss 
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possible alternative storage options with the ICT Team.  Creating duplicates in 
different locations on the network should be avoided where possible. Backup copies 
of large files should be removed as soon as possible and not kept indefinitely. 

USB drives / memory sticks and other removable media
Electronic storage devices that have been used on non-council computers represent 
a significant security risk to the Council and its ICT systems.  Only removable media 
supplied by ICT Services should be used with Surrey Heath Borough Council 
systems.  It is not acceptable to introduce non Surrey Heath memory cards, USB 
storage devices or any other electronic storage device onto any Council computers 
unless permission to do so has been sought from the ICT Manager.  The majority of 
Surrey Heath networked computers have the USB drives restricted in use to help 
maintain the security of the network and data.

All removable media supplied for use with ICT systems must be returned to ICT 
Service Desk for clearing or disposal when no longer required.  

ICT Service Desk will provide encrypted memory sticks when data is to be 
transferred from the council network.  Authorisation and guidance for this must be 
obtained from the ICT Manager or Information Governance Manager.

All USB sticks must be issued with a password and recorded against the asset in the 
asset register maintained by the ICT Service Desk.

Printed material
Confidential information, including information containing personal data, must not be 
put in bins or left unattended, including at the time of printing.  It must be shredded or 
placed in the confidential waste bins as soon as possible or certainly by the end of 
the day.  Shredders are located on all floors. If there is a lot of shredding, the 
facilities team can provide confidential waste sacks.  Facilities Team must be notified 
when the bags are full and collected by the end of day. Facilities team must shred 
them immediately or as soon as possible, but the bags must not be left unattended 
for others to access.   To ensure that no confidential waste is put into waste bins, 
spot checks will be carried out.
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Information Security Policy

10.0 ICT Procurement Policy

10.1 Purpose and scope

The purpose of this policy is to provide guidance on the procurement of any ICT 
related software or hardware to ensure any specification meets the Surrey Heath 
digital strategy and that relevant procurement rules are followed.  This relates to new 
software or hardware, upgrades or replacement products.

This policy applies equally to all users of ICT Systems at Surrey Heath Borough 
Council, including head of paid service, statutory officers, all permanent members of 
staff, temporary staff, contractors and third-party support companies.  

10.2 Procurement

Any software or hardware should be procured through the ICT team by contacting 
the ICT Service Desk in the first instance.    

A representative from the ICT team should always be present at any software or 
hardware demonstrations.

Before proceeding with any software procurement in excess of £5000, including new 
implementation or upgrade, the relevant service area needs to complete a business 
case, identifying resource implications, costs and benefits.  This must be presented 
to the Transformation Action Group for approval.

10.3 Cloud software

Any cloud software procured must have a cloud security principal assessment which 
is documented to demonstrate due diligence prior to any contract being signed.
https://www.gov.uk/government/publications/cloud-service-security-principles/cloud-
service-security-principles

The assessment should be completed jointly by the service and member of the ICT 
Service.
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Information Security Policy

11.0 Email Management Policy

11.1 Purpose and scope

The purpose of having an email management policy is to manage the lifecycle of an 
email from creation to destruction.  There are a number of rules and procedures that 
we need to follow in order to manage email accounts professionally and in line with 
our customer care standards whilst considering regulations such as The General 
Data Protection Regulation and the Data Protection Act 2018.

This policy applies equally to all users of ICT Systems at Surrey Heath Borough 
Council, including head of paid service, statutory officers, all permanent members of 
staff, temporary staff, contractors and third-party support companies.  Any email 
stored on the Surrey Heath Email Exchange service is the property of Surrey Heath 
Borough Council and forms part of Surrey Heath’s corporate memory.

11.2 Using emails

Email messages can often be misunderstood or misinterpreted and you must take 
every care to ensure you don’t give offence.  Think carefully about whether email is 
the best way of communicating.

Email messages can be used for different types of communication and can constitute 
a formal record of proceedings.   For example, an email may have to be released if it 
falls within scope of a Freedom of Information Request, Environmental Information 
Regulation or Subject Access Request under the General Data Protection 
Regulation, or used as proof of a decision in legal proceedings. 

Emails containing confidential information must never be forwarded to other 
recipients unless it is business relevant.

11.3 Speed of response

You must comply with the corporate timescale to respond to external emails within 7 
working days of receiving them, except for complaints which must comply with the 
complaints procedure.

11.4 Email content expectations

It is expected that all users of Surrey Heath email should follow the email 
management guidance available on the Surrey Heath intranet under Information 
Governance.

Surrey Heath Human Resources policies should be considered at all times when 
composing emails.  It is not acceptable to include derogatory or inflammatory 
comments.   
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It is the responsibility of all members of staff to exercise their judgement about the 
appropriateness of content when using email.   If you need clarification on this, 
please contact the Information Governance Manager.

The forwarding of chain mail or jokes is not permitted.

11.5 Misuse of email

Executive Heads can authorise an officer to access an email account, including 
whilst a member of staff is on annual leave or other absence.  This can be arranged 
through the ICT Service Desk.   There must always be a valid business case for this 
authorisation.  

The content of email messages is not routinely monitored.  However, members of 
staff are advised that the content of email messages will be monitored if they are 
suspected of misusing the email system. 

Only authorised personnel can access email accounts.  Do not log other people onto 
your email account.

Your personal webmail must never be used for Surrey Heath business.  Your official 
Surrey Heath email account is the only approved email system.  

11.6 Personal email

Personal email should not be sent or received through Surrey Heath addresses.  It is 
forbidden to subscribe to non-work related mailing lists using your Surrey Heath 
email address.

11.7 Access to staff emails during absence

If necessary, assign access to your email account using a change request via the 
ICT Service Desk.  If a line manager needs access to your account, including to read 
unread emails, they need to raise a change request through the ICT Service Desk 
and obtain Executive Head of Service authorisation.

11.8 Sensitive Personal Data

If your email contains sensitive personal data, the email should be encrypted with a 
password.  If you require assistance with this please contact the ICT Service Desk.

11.9 Email retention

The email retention policy is 3 years on the main inbox and sent items folders.  If any 
email content is required for longer than 3 years under the retention and disposal 
schedules, it must be transferred into a different subfolder, which can be within the 
main folder.

If a member of staff leaves Surrey Heath, there is an exception to this retention and 
disposal policy, unless advised otherwise by the leaver’s line manager through the 
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leavers call logged on the ICT Service Desk system, the email account will be 
deleted as part of the leavers’ process.

11.10 Email forwarding

Auto forward of emails is not allowed.  If you have a business requirement please 
seek advice from the Information Governance Manager

11.11 Management of Public Folders

A public folder is an email account that can be shared by a group of people.  These 
are usually generic accounts where the email is not for a specific person.  Each 
folder must have an owner, usually at WMT level.  The owner is responsible for 
ensuring the folder is properly managed.

New public folder requests can be made by raising a call on the ICT Service Desk.  
New requests must be authorised by an Executive Head.
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Information Security Policy

12.0 Secure Government Email Policy

12.1 Purpose 

The security of electronic information is critical in today’s environment, with potential 
interception of unsecured email sent over the internet being a realistic possibility.  

Surrey Heath no longer supply GCSX mailboxes.  Instead the @surreyheath.gov.uk 
Mailbox has been configured to meet the standards set out by the Government 
Digital Service for securing government email.

Electronic information considered restricted or sensitive will now be secure to send 
from your @surreyheath.gov.uk mailbox.  It is the responsibility of the sender to 
ensure that the recipient mailbox is also secure and meets Government guidelines.

Further information on the guidance for secure email can be found here
https://www.gov.uk/guidance/securing-government-email#use-appropriate-
encryption-methods
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Information Security Policy

13.0 Clear Desk Policy

13.1 Purpose and scope

This policy is to instruct employees on how they should leave their workspace at the 
end of their working day.  Physical documents are as important as electronic data 
when considering storage and security.  

Confidential information left out on desks can put the Council at risk of a security 
breach or information theft.  

Removing printouts, post-its and even USB sticks at the end of the day will 
significantly reduce this risk. 

This policy applies equally to all users of ICT Systems at Surrey Heath Borough 
Council, including head of paid service, statutory officers, all permanent members of 
staff, temporary staff, contractors and third-party support companies.    

13.2 Requirement

At the end of the working day all employees are expected to tidy their desk and to 
tidy away all office papers into locked desk drawers and filing cabinets.

The General Data Protection Regulation and Data Protection Act 2018 requires data 
controllers to ensure that personal information is kept secure.  A clean desk policy 
will help the authority to comply with these regulations.

With contractors including cleaning staff, tenants and visitors having access to 
various areas of the building, it is essential that desks are kept clear of printed data.

13.3 Tips for keeping a tidy desk

a) Put a regular date and time in your diary to clear your paperwork 
b) Use the confidential waste bins or a confidential shredding sack which you can 

obtain from the Facilities Team, or one of the shredding machines located on 
each floor for personal/confidential 

paper no longer needed 
c) Use recycling bins for non-personal/confidential papers no longer needed 
d) Do not print off emails to read them. This just generates increased amounts of 
clutter 
e) Go through the things on your desk to make sure you need them and what you
don’t need, dispose of appropriately 
f) Always clear your desktop before you go home 
g) Consider scanning paper items and filing them in electronic form with adequate
back up facilities.
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13.4 Audit

Regular audits will take place to ensure staff are complying with this policy.  
Staff who do not comply with this policy could face disciplinary action.
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Information Security Policy

14.0 Box Security Policy

14.1 Purpose 

This policy is to instruct employees and members of the ICT Team on security of the 
Box document storage platform.

The risk of sharing a document incorrectly is extremely high if the staff member is not 
fully trained on the safe usage of this facility.  The functionality of Box brings great 
flexibility and enables users to work in a more agile approach.  It is the responsibility 
of ICT to ensure staff are adequately trained to use Box before they are given 
access, to reduce the risk of a data breach or data loss.

14.2 Administration

3 members of ICT will have full administration access over the Surrey Heath Box 
environment.

Network & Security Manager
Digital Development Manager
Digital Developer

All other users have access to their personal area and a shared service area.  

These administrators are all covered by confidentiality agreements and are not 
allowed to access documents and folders outside of their shared service 
departmental and personal areas without written permission from the folder or 
document owner, the ICT Manager, or Executive Head of Service

Users will also have access to shares granted from any other Box users.  

Users will not be setup on the Box platform until an approved service request has 
been received through the ICT Service Desk system.

14.3 Box lock out

The 3 administrators will have the ability to lock users out of the Surrey Heath Box 
environment which will affect access from any location and from any device.

The 3 members of the Network & Security Team and the Service Desk also have the 
ability to lock users out from any systems connect through the Okta single sign on 
facility.  This will also affect Box access

14.4 Box training

Due to the risk of sharing folders and documents incorrectly, no user will be given 
access to Box until they have received ICT delivered Box training.  The Digital 
Development Manager will ensure a training record is held for each user.

Annual data protection training to all staff should include reminders on data security 
awareness in relation to file sharing in Box
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Flexi Time Policy 

Summary

This report seeks the adoption of new Flexi Time policy. This policy replaces the 
flexi-time arrangements currently contained in the Leave and Special Leave 
Policy. 

RECOMMENDATION 

The Committee is advised to RESOLVE that the new Flexi Time policy, as 
set out at Annex A to this report, be adopted.

1. Resource Implications

1.1 There are no additional revenue or capital cost implications arising from 
the report.  

2. Key issues

2.1 This policy has been revised as it’s currently part of the Leave & 
Special Leave policy, however with the proposed changes to the flexi 
time arrangements an exclusive Flexi Time policy is required. 

2.2 This policy ensures employees are able to achieve a balance between 
the demands of work and their domestic, personal, public duties and 
circumstances in order to maintain work performance. 

2.3 Included in the policy and procedure are:

 Who the policy applies to
 Recording of hours worked
 Settlement period 
 Carry-over balances 

2.4 The new policy was considered by the Joint Staff Consultative Group at 
its meeting on 12 March 2020 and recommended for adoption. All 
amendments requested by the Group have been reflected in the 
document at Annex A. 

3. Options

3.1 The Committee has the option to adopt the new Flexi Time or make 
any amendments considered appropriate.

4. Proposals

4.1 It is proposed that the Committee adopts the new Flexi Time Policy. 
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5. Equalities Impact 

5.1 Completed.

Annexes Annex A – Flexi Time policy

Background papers None

Author/contact details Jennifer Villamayor – HR Manager (Interim) 
Jennifer.Villamayor@surreyheath.gov.uk

Executive Head Louise Livingston, Executive Head of 
Transformation
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1. Introduction 
Surrey Heath Borough Council is committed to ensuring that employees are able to achieve 
a balance between the demands of work and their domestic, personal, public duties and 
circumstances in order to maintain work performance. 

2. Scope 
This procedure applies to all employees at the Council. This policy and procedure should be 
read in conjunction with the following policies and all other relevant policies will apply:

 Leave & Special Leave Policy
 Disciplinary Policy & Procedure
 Grievance Policy and Procedure
 Overtime guidelines 

 

3. Policy Statement 
The purpose of this policy and procedure is to provide guidance when dealing with requests 
for flexi time. Information on hours worked and overtime working can be found in the Terms 
and Conditions. 

4. Equality Impact Assessment 
The Council’s Equality Scheme demonstrates its commitment to equality internally and 
externally and ensures that all sections of the community are given an opportunity to 
contribute to the wellbeing of the community.  An equality impact assessment has been 
carried out on this Policy and Procedure. This policy will also support those employees with 
protected characteristics in relation to the implementation of the procedures. 

 
The Council ensures that consultation is representative of the community and that 
consideration is given on how to consult hard to reach groups and will positively learn from 
responses.  

5. Flexible Working Hours 
Flexible Working Hours (FLEXITIME) is a method by which employees are able to have a 
measure of personal control over when they work their standard working  hours. The scheme 
is based on the following principles:

 That there shall be no increase in staffing levels as a result of the Flexi Time Scheme.
 That there shall be no reduction in the level of services provided.
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5.1 This scheme applies to all part time and full time employees of the Council with the following    
      exceptions:

 CMT members
 Officers working fixed hours
 Employees, whose pattern of working hours would, in the view of their Executive 

Head/Head of Service, make Flexi Time impracticable. 
 Local arrangements maybe appropriate for certain areas in the Council such as the 

theatre
      

The working day is divided as follows:- 
 

 
Bandwidth (Total time which 
the scheme will operate each
day) 

  Monday to Friday 08.00 hrs to 18.00 hrs 

Core Time (The time when 
all employees will be at work 
each day) 

  Monday to Thursday 
  Friday 
 
 

10.00 hrs to 16.00 hrs 
10.00 hrs to 15.30 hrs 
(A lunch break of at least 
half an hour but not 
exceeding 2 hours to be 
taken between 12.00 and 
14.30 hours) 

Cover Time (This is the time 
when offices must be staffed).  
 

Executive Heads/Heads of Service 
will, following consultation with their 
employees designate the employees 
concerned, number of staff required 
to be present, and the actual Cover 
Times involved but such Cover Time 
shall not exceed:
Monday – Thursday 
Friday

 

08:30 hrs to 17:00 hrs 
08:30 hrs to 16.30 hrs 
 

Flexible Time (Subject to 
the foregoing, the times 
employees will be free to 
choose their starting and 
finishing times) 

Start: Monday to Friday 
Finish: Monday to Thursday 
Friday 

08:00 hrs to 10.00 hrs 
16.00 hrs to 18.00 hrs 
15:30 hrs to 18:00 hrs 

*There maybe exceptions to the bandwidth such as committee meetings/events, any 
arrangements must be approved by a line manager. 
 
6 Recording of hours worked 
 
Employees on grades eligible for flexi-leave and those employed on fixed-hours are required 
to record their times of arrival, departure and lunch period. A recording spreadsheet is 
available on: 

 http://intranet.surreyheathonline.gov.uk/services/human-resources/guidance-notes 
 
7 Flexi-Leave 
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Flexible working arrangements with regards to leave are available for employees within the 
following parameters: 
 

 Grades 1-9– these employees have the facility to accrue credit hours to take 2 days 
flexi-leave in each four week settlement period, this will be subject to management 
approval and the needs of the department.

 
 
7.1 Settlement Period 
 
The settlement period is four weeks, the total contractual working hours for which is 148 
hours for those employees contracted to a 37 hour week. 
 

7.2 Carry-over balances 
 
Eligible employees may carry over to the following settlement period up to 15 hours credit or 
debit (pro-rata for part time employees), subject to prior authorisation in the same manner as 
annual leave.  In exceptional circumstances, an Executive Head/Head of Service may 
approve a larger credit carry-over, and may authorise flexi-leave in excess of the limits. 

7.3 Flexi time will not be paid to any employee under any circumstances. 
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Exceptional Payments Policy 

Summary

This report provides the Employment Committee with information regarding the 
Council’s updated Exceptional Payments Policy. The proposed changes are set 
out at Annex A to the report. 

Wards Affected
N/A

Recommendation 

The Committee is advised to RESOLVE that the updated Exceptional 
Payments Policy, as attached at Annex A to this report, be agreed.

1. Resource Implications

1.1 There are no additional revenue or capital cost implications arising from 
the report.  

2. Key Issues

2.1 This policy has been revised to ensure there is clarity around 
Honorariums, Acting up Allowance and Additional Duties Allowance.  It 
also clarifies who can authorise what in line with Surrey Heath Borough 
Council Financial Regulations.

2.2 Included in the policy and procedure is:
 Who the policy applies to
 Reasons why an allowance may be applicable
 Information on how to calculate the payment
 Who can approve and authorise payment for the allowances

3. Options

3.1 The Committee has the option to agree the revised Exceptional 
Payments Policy with or without any further amendments. Alternatively 
it can choose not to adopt the revised Policy.

4. Proposals

4.1 It is proposed that the Committee reviews and agrees to adopt the 
revised Policy.

Annexes Annex A – Exceptional Payments Policy

Background papers None
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Author/Contact Details Julie Simmonds – HR Manager (Interim) 
Julie.Simmonds@surreyheath.gov.uk

Executive Head Louise Livingston, Executive Head of 
Transformation

Page 64



Reviewed July 2015June 2020  

Exceptional Payments Policy  
 

Introduction 
 
There will be occasions when, in order to ensure the delivery of an efficient and 
effective service, employees will be required to undertake additional duties and 
responsibilities which may include duties above their current grade or a one off 
project. In certain circumstances, employees may be awarded an acting up or 
additional duties or honoraria allowance.  
 
This procedure sets out the criteria which must be met in order for a payment to be 
made. 
 
Authorisation: 
 
All payments will be authorised by the appropriate Executive Head/Head of Service 
in consultation with the Human Resources Manager who will monitor consistency of 
application and check that the criteria have been applied. In some circumstances 
such as the authorisation of an Acting Up Allowance for Head of Service and above 
the CMTEmployment Committee or an Appointments Sub Committee willmay be 
requested to authorisepprove the allowance payment.  Payments for Executive 
Heads/Heads of Service will be authorised by the Chief Executive. Applications 
should be made by completing the attached Staffing Resources Fform located on the 
intranet (https://intranet.surreyheathonline.gov.uk/hr/downloadable-forms-and-
letters).  
 
All exceptional allowance payment applications and agreements will be confirmed in 
writing clearly stating the start date the review dates and if known the end date. 
 

Additional Duties Allowance  
 
Where an employee who, for any reason other than the annual leave of another, is 
required to undertake the full or a proportion of the duties and responsibilities of a 
similar graded post for a continuous period of at least four weeks, an additional duties 
allowance should be considered.  This allowance is only applicable for staff below 
Head of Service level. 
.  
Reasons for Receiving Additional Duties Allowance 
The reasons for receiving an additional duties allowance are: 

 

 temporarily filling a post until a substantive appointment can be made 

 filling a key post while another employee is on maternity/paternity/parental 
leave 

 filling a key post to cover long term sickness absence, filling posts due to 
other temporary extended leave arrangements, e.g. secondments 

 
Payment 
 
If the employee is carrying out additional duties that fall within their current grade, they 
will be entitled to receive an additional duties payment of up to 5% of their salary for 
their current scale point. 
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Acting Up Allowance  

 
Where an employee who, for any reason other than the annual leave of another, is 
required to undertake the full or a proportion of the duties and responsibilities of a 
higher graded post for a continuous period of at least four weeks, an acting up 
allowance should be considered and the employee is entitled to receive a salary in 
accordance with the grading of the higher post.   
 
For staff at Head of Service level or above, this allowance will need to be approved 
by the Employment Committee or an Appointments Sub Committee, unless the 
decision is reserved to the Full Council.  Once agreed this mbust be authorised by 
two signatories of the following: 

 Head of Paid Service 

 Monitoring Officer or S151 Officer 

 Deputy Monitoring Officer or Deputy S151 Officer (only in the absence of the 
above Officers)  

An officer must not authorise a payment to him or herself 
 
Reasons for Receiving Acting Up Allowance 
The reasons for receiving an acting up allowance are: 

 

 temporarily filling a post until a substantive appointment can be made 

 filling a key post while another employee is on maternity/paternity/parental 
leave 

 filling a key post to cover long term sickness absence, filling posts due to 
other temporary extended leave arrangements, e.g. secondments 

 
Appointing 
 
Opportunities for acting up will be regarded as development and such opportunities 
will be advertised internally to all members of the section or service for competitive 
application. In the case of a generic role, the opportunity will be advertised for all 
staff.  
 
Applications should be made following discussion with the applicant’s own Executive 
Head/Head of Service. The job description and person specification of the higher 
post should be fully reviewed and the applicants skills and knowledge reviewed 
against it. 
 
For roles below Head of Service level an Executive Head/Head of Service and 
or/CMT have the discretion to authorise an acting up allowance without advertising a 
role if it is felt the role is business critical and not filling the senior role will be 
detriment to the department or Council.  
 
 
Payment 
Payment of the acting up allowance will be based on the salary which would apply 
were the officer to be promoted to the higher level post, which would be the bottom 
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spinal column point of the higher grade.  The allowance should be the difference 
between the current spinal point and the acting up spinal point.  

 
Where a percentage of the higher post’s responsibilities are allocated, a pro rata 
payment will be applied. The Executive Head/Head of Service needs to clearly 
identify using the job description which duties of the higher post will be carried out by 
the post holder and select one of the options below. 
 
 
 

Extent of Cover Payment of 
difference in 

salaries 

Full duties and responsibilities 100% 

Most duties with some additional 
supervision, guidance or assistance 

66% 

Sharing responsibility but undertaking a 
significant part of the duties 

33% 

NB: Where more than one person was covering a post the sum of the two 
payments should not exceed the total that could be allocated to a single 
member of staff. 

 
 
Performance 
A staff member receiving either an acting up or additional duties allowance will be 
performance managed on these duties.  If there are any concerns regarding 
performance then these should be discussed and relevant support provided. If 
necessary this should be supported further by a personal development plan. 
 
If for some reason a staff member is not fully able to take on the additional duties to 
a suitable level, then the manager must use normal employment procedures to 
address this. 

 

Both acting up and additional duties allowances should have an end date. Where it is 
not possible to identify a specific end date at the commencement of the allowance 
period, it must be reviewed at least every 3 months or more frequently if felt 
appropriate by the Executive Head/Head of Service.  
 
Only in exceptional circumstances should the duration exceed 12 months for either 
the acting up or additional duties allowance. If at any point during the period it is 
anticipated that the duration will equal or exceed 12 months, advice must be sought 
from the Human Resources Team on the effect this may have on the contractual rights 
of the employee.  
 
If an employee who is receiving either an additional duties or acting up allowance is 
absent from work due to sickness for a prolonged period the allowance may be 
reviewed by the Executive Head/Head of Service or Human Resources.  
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Honoraria  
 
Reasons for awarding 
 
For staff below Head of Service level, Aa payment may be awarded for completing a 
piece of work or project which combines being exceptional to the normal scope of an 
employee’s duties and responsibilities which may involve responsibilities of a higher 
grade post. The payment may be made when the employee takes on work outside 
their substantive post where it is not subject to additional duties or acting up 
allowance. An honorarium cannot be used as a an alternative to overtime payments 
or for involvement in corporate project teams as this would be considered both part 
of normal working and a development activity. In exceptional circumstances the 
honoraria allowance may continue over a specified period for example 3 months.  
 
Justification  
 
Executive Heads/Heads of Service will need to seek authorisation from HR/Finance 
for payment and they need to put together a justification paper which must contain 
the following: 

 The value of the payment (honorarium) must not be more than 3 spinal points 
above what the employee is being paid. If an employee is at the top of their 
grade it must not be more than 3 spinal points into the next grade 

 The nature and quality of the work completed and why this justifies a payment 

 What budget the payment will be made from 

 Who the payment is for 
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This form is available on SHBC intranet on the link detailed on page 1 
 
REQUEST FOR: 

HONORARIUM / ADDITIONAL DUTIES/ACTING UP 
ALLOWANCE/OVERTIME/NEW POST 

FROM WITHIN EXISTING STAFFING BUDGET 

 

Line Manager Proposing The Payment: 
 
 

Service / Team: 
 
 

Name of Staff Member Payment For 
 
 

Grade and SCP of Staff Member 
 
 

Purpose:   Approval is requested to: 
*pay a one off honorarium/additional duties allowance/acting up allowance or overtime 
 
 
  
 
The reason being: 
*Long term sickness/maternity leave/secondment/vacant posts/other (please specify) 
 
    
 
 
___________________________________________________________________ 
*Delete as applicable 
 
Justification: (State business case for the payment) 
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FINANCIAL SUMMARY OF REQUEST 
 

Financial Year : 

 

 

Payment:         £             (one-off / monthly /etc.) 

On-costs:         £             ( 29.15% for Employer’s NI/SUPER/FRS17 if applicable) 

TOTAL COSTS:      £ ______       

Period of additional cover / 
expenditure: 

From:                                         To: 

How this will be funded: 

How will the vacancy margin be achieved: 

Service Charge Code [please complete]: 
 
NB: Please contact Senior Accountant in Finance if unsure 

 

PLEASE NOTE: HR and FINANCE will monitor any expenditure on this request 
against your budget. 

 
AUTHORISATION 

Executive 
Head/Head of 
Service 

Name:                                                      Signature 
 

* CMT/Chief 
Executive   

Name:                                                      Signature 
 

 
 
*seek advice from Human Resources whether CMT authorisation is necessary  
 
 

NOTE: A request to create a NEW post must be approved by CMT 
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Expenses Policy 

SUMMARY

This report provides the Employment Committee with information regarding the 
Council’s updated Expenses Policy. The proposed changes are set out at Annex 
A to the report.

Wards Affected
N/A

RECOMMENDATION 

The Committee is advised to RESOLVE that the updated Expenses Policy, 
as attached at Annex A to this report, be agreed.

1. Resource Implications

1.1 There are no additional revenue or capital cost implications arising from 
the report.  

2. Key Issues

2.1 This policy has been revised to ensure there is clear guidance on 
expenses to ensure employees are reimbursed for valid business 
expenses incurred on Council business.  It also clarifies who can 
authorise what in line with Surrey Heath Borough Council Financial 
Regulations.

2.2 This policy ensures the scheme is clear on what can be claimed for 
expenses and guidelines around certain limitations for example 
accommodation. 

2.3 Included in the policy and procedure:
 Reasons why an expense may be applicable
 Information what you can claim
 Who can approve and authorise claims

3. Options

3.1 The Committee has the option to agree the revised Exceptional 
Payments Policy with or without any further amendments. Alternatively 
it can choose not to adopt the revised Policy.

4. Proposals

4.1 It is proposed that the Committee reviews and agrees to adopt the 
revised Expenses Policy .
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ANNEXES Annex A – revised Expenses Policy

BACKGROUND 
PAPERS

None

AUTHOR/CONTACT 
DETAILS

Jennifer Villamayor – HR Manager (Interim) 
Jennifer.Villamayor@surreyheath.gov.uk

Executive Head Louise Livingston, Executive Head of 
Transformation
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Expenses Policy and Procedure   
 

1 Introduction 
 

The aims of this policy are: 

 To ensure that employees are correctly reimbursed for valid business 

expenses incurred whilst on Council business. Staff should not be 

placed at a financial disadvantage whilst undertaking Council work 

nor should they gain financially at the expense of the Council. 

 To clarify which travel and type of expenses the policy allows staff to 

claim for. 

 To keep costs to a minimum and to reduce carbon emissions by 

encouraging staff to use the most cost effective and sustainable 

method of transport whilst undertaking Council business. 

 

2 Scope 
 

The policy applies to all workers of Surrey Heath Borough Council, including 

those on fixed term contracts.  

 

The policy covers all business expenses irrespective of the method  of 

payment used,  including payments made by cash, credit card, or sales 

invoice.  

 

3 Policy Statement  
 

This policy and procedure should be read in conjunction with the following 

policies and all other relevant policies which apply: 

 

 Car and Road Users Procedure 

 Information Security Policy 

 Code of Conduct 

 Disciplinary Policy 

 Health and Safety Policy  

 

Council workers should be correctly reimbursed for legitimate business 

expenses and which should be treated appropriately for tax purposes. The 

policy sets a framework for claiming expenses and ensures employees act 

reasonably when incurring expenses and are considerate of cost. Before 

incurring any expenses consideration should be given to whether your training 

or Council business could be undertaken using the virtual tools available.  

 

All claims must, wherever possible, be supported by appropriate invoices 

and/or receipts, agreed in advance if possible and be verified and approved 

by line managers or budget holders.   All claims submitted by CMT members 
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must be authorised by the Head of Paid Service, in the absence of the HOP 

the Executive Head – Finance (151 Officer) or Executive Head - 

Transformation may authorise claims. All claims submitted by the Head of 

Paid Service must be authorised by Executive Head – Finance (151 Officer), 

in their absence the Executive Head – Transformation may authorise. Staff 

should generally claim for their own expenses and not for other Officers 

should the situation arise, for example claiming for another Officers meal 

allowance because you have eaten together at a Council event/business.  

 

The Audit & Standards Committee will receive an annual report with details of 

expenses claimed by senior management (Tier 1 and 2 officers). 

 

Any abuse of the policy will not be tolerated and the Council may take 

disciplinary action against any employee found to be in breach. Claims will be 

subject to review by internal audit from time to time.  

 

All claims should also be claimed for in accordance with Council’s Financial 

Regulations. Wherever possible claims should be submitted promptly, and 

within three months of incurring the costs. All claims should be supported by 

valid receipts and/or business invoices. All claims are subject to the 

appropriate rate of VAT being deducted. Claims will be subject to line 

manager or budget holder approval before being paid and claims may be 

subject to internal audit inspection.  

  

4 Equality Assessment Policy 
 

The Council’s Equality Scheme demonstrates its commitment to equality 

internally and externally and ensures that all sections of the community are 

given an opportunity to contribute to the wellbeing of the community.  An 

equality impact assessment has been carried out on this Policy and 

Procedure. This policy will also support those employees with protected 

characteristics in relation to the implementation of the procedures. 

 

The Council ensures that consultation is representative of the community and 

that consideration is given on how to consult hard to reach groups and will 

positively learn from responses.  

 

5 Travel  
 
5.1 Prior to incurring any travel expenses whilst on Council business permission 

should be sought from your line manager in the first instance.  
 

5.2 If you are required to travel on Council business from your normal place of 
work as stated in your terms and conditions of service to other locations using 
your own vehicle or public transport you are entitled to claim for the cost of 
your travel. If your normal place of work should change due to the 
requirements of the role please advise HR.  If you use your own vehicle you 
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can claim for business mileage. If you use public transport you can claim for 
the cost of the fares subject to the conditions being met in this policy.   
 

5.3 Homeworking – Current HMRC guidance only allows home to workplace 
travel to be treated as being travel between two workplaces (therefore not 
taxable) in very limited circumstances. In particular, it makes a distinction 
between those who work at home by choice and those who are required to do 
so by the employer.  
 

5.3.1 If you are working from home occasionally and are required to visit a Council 
site or client you may claim for business mileage but you will need to deduct 
your normal daily commute mileage. If you have to attend a site or travel on 
Council business due to an emergency for example to attend a ‘dangerous 
structure’ you may claim business miles for the entire trip without having to 
deduct your normal commute mileage. (*reviewing wording on claims made 
outside normal working days/hours e.g. weekend and bank holidays)  
 

5.4 Geographical Area – Due to the varied nature of the roles within the Council 
some employees may not have a permanent place of work and instead are 
required to regularly attend a number of Council buildings/sites within a 
geographical area.  Should this apply to your role the Surrey Heath boundary 
will be defined as your normal place of work. If you are unsure whether the 
geographical area applies to you please speak to HR. 

 
           Please find below examples of where the geographical area applies and 

where it does not apply: 
 

 
 

 
 
 

5.5 It is noted that the first and last journeys of every working day, i.e. home to 
your place of work and your place of work to home, are classed as normal 
commuting and you cannot claim business mileage.  
 

Example – Geographical area applies   
Henry lives in Bracknell and is a Planning Manager for Surrey Heath 
Borough Council. He is responsible for covering many sites across the 
borough of Surrey Heath, and only attends Surrey Heath House 
occasionally. The whole borough becomes his usual workplace and for 
the purposes of commuting the nearest Surrey Heath boundary 
becomes his usual workplace.   

Example 2 – Geographical area does not apply 
Sally lives in Wokingham and is a Building Control Manager for Surrey 
Heath Borough Council. Sally is responsible for covering many sites 
across Surrey Heath but she also attends Surrey Heath House on a 
regular basis several times a week. Although much of her time is spent 
visiting sites/clients across the borough, Surrey Heath House is her 
permanent workplace. So her normal travel between home and the 
office becomes an ordinary commute which would need to be deducted 
from any business mileage claims.  
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5.5.1 If you travel to a different location as a detour on your way either to or from 
work you can claim for the mileage minus your normal commuting distance. 
For instance, if you normally travel 8 miles to work and a detour to another 
location means that your mileage from home to work is 12 miles you are 
entitled to claim the 4 miles above your normal commuting mileage.  
      

5.5.2 Business journeys may be taken by the quickest, rather than the shortest 
route. If there is any doubt about the most direct route this can be checked 
using the route planner on the AA or RAC websites.  
   
There is a standard procedure for claiming mileage and this can be found 
here.  

 

5.6 Business mileage is currently paid at the standard rates approved by HMRC, 

as below: 

 

  

Types of Vehicle  Business mileage rate 

payable per mile up to 

10,000 business miles 

per tax year 

Business mileage rate 

payable per mile over 

10,000 business mile 

per tax year 

Car or Van (including 

plug-in hybrids, pure 

hybrids, and electric 

cars) 

45p 25p 

Motorbike  24p 24p 

Bicycle  20p 20p 

 

It is the responsibility of every worker to minimise the cost to the Council 
when travelling on official Council business. Trips should be planned where 
possible to take advantage of special fare reductions and to minimise the time 
spent away from the office. Car sharing should be considered where 
appropriate.  

 

6       Driving Document Checks 
 

It is the responsibility of each individual to ensure they are eligible to drive for 
official Council business and that should their circumstances change the 
Council is promptly notified of any change that could affect their ability to 
drive. The employee must hold a valid driving licence, their vehicle must be 
roadworthy and fully registered and the employee holds comprehensive motor 
insurance that provides for business use. Driving documents such as an 
insurance certificate, MOT and a valid driving licence must be shown to the 
relevant Council officer annually. Please refer to the Council’s Car and Road 
Users policy for more details. 
 

 

7       Use of Public Transport  
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7.1 Public transport should be considered where it is both practical and a cost 
effective means of travelling. Furthermore the most environmentally effective 
means of transport should also be considered. Normally employees would be 
expected to travel using standard or economy fares. First class travel is not 
normally permitted without the express written consent of the relevant line 
manager/budget holder and only by exception. Arrangements should be made 
in advance to take advantage of any cheaper fares. Weekly or season tickets 
will also be considered should this offer a more cost effective method of 
travelling.  

 
7.2 You can claim travel expenses if you elect to travel by public transport for 

Council business providing your claim is supported by a valid receipt. You can 
claim for the full cost although if you normally commute to work by public 
transport you should deduct the cost of your normal journey from the claim. If 
you use a combination of your own vehicle and public transport for a business 
trip you are entitled to claim for both. For example if you drive from home to a 
station and then take a train you may claim for the full amount of the train fare 
and for any mileage above your normal daily commute plus any parking costs.  

 

8 Air Travel   

Where attendance is required abroad for Council business, the policy allows 
employees to travel by air where it is more cost effective to do so. Air travel 
should occur only by exception and on a case by case basis. Prior approval 
must be sought from appropriate CMT members and written approval must be 
obtained in advance of travel. Reimbursement will not be made without this. 
Where possible flights should be booked well in advance and budget airlines 
and economy class should be used.   

 
 
9 Travelling by Bicycle or Motorbike  

 
The policy allows you to travel by bicycle or motorbike. You can opt to travel 
by bicycle or motorcycle if this is practical and you are able to use these 
methods of transport.  
 

10 Taxis  

Should alternative public transport not be available travelling by taxi for official 
Council business is permitted, as long as journeys are reasonable and 
employees have checked any alternative arrangements in the first instance. 
Officers safety is paramount to the Council, with this in mind Officers may 
claim for taxi fares in the evening to ensure they are not traveling on public 
transport late at night. As an example should a Officer arrive back at their 
local train station at 9pm it would be deemed reasonable to claim for a taxi 
home. Wherever possible written approval should be sought from the relevant 
line manager/budget holder however it is appreciated this may not always be 
possible. Taxi fare reimbursement will only be made when they are supported 
by detailed receipts.  

 

 
11 Fuel 
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Fuel cards are available to those workers driving Council provided vehicles 
should your job role be eligible for one. For workers without fuel cards the 
Council will reimburse you for the costs of buying fuel should you need to 
purchase it whilst on Council business. You cannot claim for both fuel and 
mileage at the same time.   

 

12 Accommodation    

12.1 Employees who are required to stay in overnight accommodation due to work 
commitments or attendance at a training event will be reimbursed, upon 
provision of a valid VAT receipt, the cost of the room together with breakfast. 
 

12.2 Employees will be expected to choose reasonably priced accommodation that 
the line manager and HR is comfortable to sign off. The types of hotels 
employees are expected to choose are Travel Lodge, Ibis, Premier Inns or 
hotels of an equivalent standard. The maximum claim an Officer may make 
for accommodation is £200, however in exceptional circumstances with 
justification it can exceed this amount. Employees are not eligible to claim 
accommodation if the venue they are traveling to is under a 25 mile radius 
from their home, however like the above there maybe exceptional 
circumstances.  Items such as telephone expenses, newspapers, bar costs 
etc are not eligible for reimbursement.  

 
12.3 Depending upon the arrival time an employee may claim for an evening meal 

including any non-alcoholic drinks. Meals or drinks that are provided as part of 
a package or conference cannot be claimed for. The policy does not cover the 
cost of alcoholic beverages.  

 
12.4 Where the overnight stay is a consequence of a conference attendance or a 

training event and pre conference or pre training accommodation is 
necessary, reimbursement will be on the basis of the conference organiser 
negotiated rate.  
 

12.5 Where a hotel booking includes breakfast, lunch or dinner as part of an 
inclusive package, employees will not be able to claim for any additional 
meals paid for separately to the inclusive hotel package.  
 

 

13 Meals and Subsistence Allowance  

13.1 If you are required to work overtime, or have to travel away from your normal 
place of work on official Council business a meal allowance is allowed to be 
claimed for under the provision of this policy, providing the meals are taken 
away from your home, or where you usually eat, the cost of the meal is 
actually incurred and you meet the following criteria for each respective meal 
allowance. Note that claims not supported by valid meal receipts will not 
normally be reimbursed.    

13.2 The following qualifying conditions apply when travelling on Council business:  

 travel must be in the performance of an employee’s duties or to a temporary 
place of work  
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 the employee should be absent from their normal place of work or home for a 
continuous period in excess of 1 day 

 the employee should have incurred a cost on a meal (food and drink) after 
starting the journey.  

Breakfast – an allowance of up to £12.006.00 will be paid where breakfast 
costs are incurred.  

 
Evening Meal - an allowance of up to £28.00£18.00 will be paid where 
evening meal costs are incurred.  
 
Committee meetings – For those staff required to attend evening committees 
a meal allowance maybe claimed up to the value of £11.0010.71, proof of 
purchase of the meal/food is required. This meal allowance is not claimable 
for virtual meetings if at home.  
 

Allowance Type  Allowance Claimable (£) 

Breakfast  Up to £12.00 

Evening Meal  Up to £25.00 

Committee Meetings Up to £11.00 

 
 

14 Clothing and Uniforms  

The Council will usually provide clothing or uniforms to employees depending 
on the nature of the work. Occasionally you may have to provide or pay for 
your own uniform whilst undertaking Council business and the policy entitles 
you to be reimbursed for these costs.  

 
The costs of claiming for new clothing or uniforms will not normally fall inside 
scope for tax or NIC liability purposes and details need not be reported in tax 
returns.  

 

15 Mobile telephones   

Where you have been provided with a mobile phone for business purposes 
the Council will pay costs associated with its use for business purposes. The 
policy also allows for Council provided mobile phones to be used for making 
private calls as long as they are occasional, kept short and reasonable.  
Employees will be required to reimburse the Council for all private calls which 
exceed the inclusive minutes plan, this also includes calls made to premium 
numbers. Mobile phone bills are monitored by ICT. Employees provided with 
a mobile phone will be asked to sign an ICT Mobile Phone Agreement when 
issued with the device. 

 
For further information regarding the use of mobile phones in the workplace 
please refer to the Car & Road User procedure.  

The policy does not cover you for purchasing, hiring or leasing such 
equipment of your own, irrespective of whether the equipment is installed in a 
Council provided vehicle or your own vehicle.   The policy does not cover you 
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for the reimbursement of additional or peripheral equipment such charging or 
battery packs, and in car equipment.  

 

16 Relocation   

The policy does not cover reimbursing employees for the costs associated with 
relocating or moving home whilst employed by the Council.  However, in the 
case of TUPE transfers a relocation allowance will be considered for eligible 
employees. 

 

17 Professional Subscriptions 

The Council will reimburse you for the cost of one membership to a 
professional body per financial year. Your professional subscription must be 
directly related to your current job. You will need a valid receipt and will only 
be able to claim for your core membership, not for any optional additional 
payments. The Council will also cover you for upgrading a professional 
membership if this is an essential requirement for your role.    

 

18 Childcare and Dependent Carer’s Allowance 

The Council will reimburse the cost of approved childcare or dependent 
carer’s charges where an employee is asked to undertake work or training on 
behalf of the Council that would otherwise fall outside the terms of their 
contract or employment and where no other payment is made. In order to 
reclaim such costs, employees must have received prior approval and must 
attach or download valid receipts/supporting documentation to their expenses 
claim form.  

 

19 Credit card Subscriptions    

Where a procurement credit card i.e. a procurement Barclaycard or corporate 
NatWest card has been provided the Council will pay the initial subscription 
and any annual membership fee where these are payable. No tax or NIC 
liability will arise as a result. Council provided credit cards must never be used 
for personal purchases.   
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Annual Settlement Procedure 2020/21

SUMMARY

To review and recommend a revised Annual Pay Settlement Procedure.

WARDS AFFECTED N/A

RECOMMENDATION 

The JSCG is asked to RESOLVE that the Employment Committee be advised to 
agree a revised Annual Pay Settlement Procedure.

1. Resource Implications

1.1. There are no resource issues arising from this report.

2. Key Issues

2.1 This policy has been revised to ensure there is clarity around the process for 
Annual Pay Settlement.

3. Options

3.1 The group has the option to recommend the revised Annual Settlement 
Procedure to Employment Committee, with further amendments if considered 
appropriate. Alternatively, the Group can choose not to recommend that any 
changes are made to the procedure. 

4. Proposals

4.1 It is proposed that the Consultative Group reviews the revised Procedure, 
makes any further amendments it considers appropriate and advises the 
Employment Committee to agree the revised Procedure.

ANNEXES Annex A – Annual Settlement Procedure

BACKGROUND 
PAPERS

N/A

AUTHOR/CONTACT 
DETAILS

Julie Simmonds
Julie.Simmonds@surreyheath.gov.uk

Executive Head of 
Transformation

Louise Livingston
Louise.livingston@surreyheath.gov.uk
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Annual Pay Settlement Procedure 

 

Authorisation 

The Chief Executive as head of paid service for Surrey Heath Borough Council will authorise the 
annual pay settlement following approval at Full Council.   following the Council’s decision. 

Definition 

This procedure is to determine the value of the annual pay settlement that will be paid to all staff 
when determined on/or backdated to 1st April each year. 

A pay settlement will be determined each year the year running from 1st April until 31st March. 

 

Justification 

Surrey Heath Borough Council (HR Manager) – A case will be drawn up proposing the value 
of the pay settlement.  This will be supported by financial and benchmarking information this 
includes; the financial position of the Council, benchmarking data gathered regards previous 
year’s settlements, proposed national agreements and proposed local agreements and the 
economic climate.   

Staff Representatives – will assess the case by canvassing staff and gathering their own 
financial data (where possible Unison will assist with the gathering of this information).  Staff 
representative group need to submit their counter proposals in writing two weeks prior to the 
JSCG meeting when it will be discussed.  

Joint Staff Consultative Group (JSCG) – JSCG will assess the case purt forward, discuss any 
counter proposals made by the Staff Representative Group and every effort will be made to 
reach an agreement.   

Employment Committee 

AnyThis agreements reached at JSCG will then be putr forward to the Executive Employment 
Committee for their approval and theyand will recommend this to Full Council for their agreement 

If agreement can’t be reached by the JSCG then two different recommendations would be put 
forward to the Employment Committee, which will decide which recommendation will be 
recommended to Full Council for adopted. 

Full Council . 

Following receipt of the recommendation from Employment Committee, Full Council will make 
the final decision. 
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Consultation  

The consultation will be undertaken with a view to reaching agreement with staff representatives.  
Surrey Heath Borough Council will approach the consultation with an open mind and be 
prepared to consider any recommendations made by the staff representatives; these should be 
given proper consideration.  All statements should be referred to as “proposal” and SHBC should 
not make its final decisions until the end of consultation.  

 

Timeline 

In September of each year, the HR Manager will present a case to JSCG outlining the proposed 
pay award for the implementation the following April.  This is the start of the consultation period 
and members of staff may be invited to attend this meeting.   

Two weeks prior to the JSCG meeting in November Staff Representatives to submit any counter 
proposals. 

At JSCG in November the proposed pay settlement is discussed and recommendations put 
forward to the Executive Employment Committee no later than January which will then go to Full 
Council in February.  It may be necessary to have further meetings outside the scheduled JSCG 
meetings, if agreement cannot be achieved. 
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Pay Policy Statement 2020/21

SUMMARY

To recommend the adoption of Surrey Heath Borough Council’s Pay Policy 
Statement 2020/21.

WARDS AFFECTED N/A

RECOMMENDATION 

The Committee is advised to RECOMMEND to Full Council that the Pay 
Policy Statement 2020/21, as set out at Annex A to this report, be adopted.

1. Resource Implications

1.1. There are no resource issues arising from this report.

2. Key Issues

2.1 This Pay Policy Statement is provided in accordance with Section 38(1) of 
the Localism Act 2011.

2.2 The Council is required to update this on an annual basis and the requirement 
is for it to be adopted by Full Council. 

2.3 The Policy Pay Statement 2020/21 is attached at Annex A.

3. Options

3.1 There are no options for the Committee to consider as the Council is required 
to publish its Pay Policy Statement as detailed in the Localism Act 2011.

Annexes Annex A – Pay Policy Statement 2020/21

Background papers N/A

Author/contact details Louise Livingston
Louise.livingston@surreyheath.gov.uk

Executive Head of 
Transformation

Louise Livingston
Louise.livingston@surreyheath.gov.uk
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Annex A 
 

Surrey Heath Borough Council Pay Policy Statement  
Financial year 2020-21 

 
 

1 Purpose 
 

This Pay Policy Statement is provided in accordance with Section 38(1) of the 
Localism Act 2011 and this will be updated annually from April each year. 
 
This pay policy statement sets out Surrey Heath Borough Council’s policies 
relating to the pay of its workforce for the financial year 2020-21.  

 
2 Background 
 

Remuneration at all levels needs to be adequate to secure and retain high-
quality employees dedicated to fulfilling the council’s business objectives and 
delivering services to the public.  This has to be balanced by ensuring 
remuneration is not, nor is seen to be, unnecessarily excessive.  Each council 
has responsibility for balancing these factors and each council faces its own 
unique challenges and opportunities in doing so and retains flexibility to cope 
with various circumstances that may arise that might necessitate the use of 
recruitment and retention allowances or other such mechanisms for individual 
categories of posts where appropriate. 

 
3 Responsibility for decisions on remuneration  
 

Pay for all employees including Corporate Management Team (CMT) Officers 
is agreed by Full Council in consultation with the Joint Staff Consultative 
Group on the recommendation of the Employment Committee1. The Joint 
Staff Consultative Group comprises elected Councillors from the main political 
parties and staff representatives and has responsibility for local terms and 
conditions of employment for staff within Surrey Heath Borough Council’s pay 
framework.   

 
The Surrey Heath Borough Council’s pay framework was implemented in 
April 1988 and is based on Local Pay Conditions. 

 
All new appointments to the Council’s service since April 1988 have been 
made on the basis of locally devised and negotiated conditions of service, 
with the facility that all existing members of staff had the opportunity to enter 
voluntarily into a fresh contract of employment based on these conditions.  
Contracts of employment are entirely local and do not incorporate the 
provisions of the National Conditions. The aims of local conditions are:- 

 
a) To offer a competitive salary and benefits package; 
b) To link progression to personal performance; 
c) To take account of skills shortages by the use of recruitment and retention 

allowances (if required); 
d) That all salary and conditions of service matters are negotiated internally by 

the Joint Staff Consultative Group and agreed by the Employment Committee 
as set out in Part 3 of the Constitution. 

 

                                                
1 The Employment Committee comprises of 9 members based on political proportionality. 
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4 Salary grades and grading framework 
 

Each post within the establishment has a salary scale determined by job 
evaluation using the Local Government Management Board Scheme.  The 
starting salary on appointment is subject to negotiation within the evaluated 
grade and will be dependent upon the appointee’s level of experience, 
attained qualifications and the salary being paid to others undertaking the 
same work. 
 
As part of this, Surrey Heath Borough Council determined a local pay 
framework, dividing established posts into 12 grades (SH1 – SH9 and SH20 – 
SH22), grade SH1 being the lowest and grade SH22 the highest (see 
Appendix 1). Each employee will be on one of the 12 grades based on the job 
evaluation of their role. Employees can progress to the salary range 
maximum of their grade subject to assessment of their performance in the 
annual performance appraisal process.  It is only Apprentices in their first year 
who will be appointed to grade SH1 and will be reviewed in year 2 in line with 
Government Apprenticeship guide on pay and conditions  
(https://www.gov.uk/apprenticeships-guide/pay-and-conditions)  
 
Pay awards are considered annually for staff, the year running from 1st April 
until 31st March. Local pay negotiation is used but consideration is given to 
the national award in negotiation with the Joint Staff Consultative Group and 
Trades Unions locally and recommended to the Council by the Employment 
Committee. 
 
The Annual Pay Settlement procedure is to determine the value of the annual 
pay settlement that will be paid to all staff when determined on/or backdated 
to 1st April each year. The pay award for all grades is determined in the same 
way. 
 
An award of 2.5 % was awarded for 202019/20210 (see Appendix 1).   

 
 
5 CMT Officers Remuneration 
 

The Council has a group of 9 CMT Officers (including three statutory roles) 
which currently consists of the following:   

 

Statutory responsibilities SHBC posts 

Head of Paid Service Chief Executive 

Section 151 Executive Head of Finance 

Monitoring Officer Head of Legal 

N/A Executive Head Business 

N/A Executive Head Community 

N/A Executive Head Corporate 

N/A Executive Head Regulatory 

N/A Executive Head Transformation 

N/A Head of InvestmentProperty and 
Development 

 
 

Surrey Heath publishes the salaries of the Chief Executive, Executive Heads 
and Heads of Service, this means that all our senior salaries (including all 
those of £50,000 and above) are easily accessible:   
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6 The level and elements of employee remuneration, including 

performance related pay and bonuses 
 

There is no provision for bonus payments. Pay for all employees (including 
CMT Officers) comprises payments by way of salary, pensions and other 
standard elements of contractual remuneration required in law. Employees 
have the opportunity to join the private medical scheme after three years’ 
service at Surrey Heath Borough Council.  

 
All employees (including CMT Officers) are subject to an annual assessment 
of performance, and where performance meets the appropriate standard, 
contractual increments will be given, until the maximum of the pay scale is 
reached.  

 
Any allowance or other payments will only be made to staff in connection with 
their role or the patterns of hours they work and must be in accordance with 
the Council’s policies which include Recruitment & Retention Allowances and, 
Exceptional Payments Policy and Anti-Social Hours Allowance. 

 
7 Exceptional increases and additions to remuneration for CMT Officers 
 

One or more CMT Officers will be eligible for payments for election duties (e.g. 
as Returning Officer or Deputy Returning Officer/s). Some of these payments 
will be made direct by Government or other Authorities e.g. Surrey County 

Council.  
 
8 The approach to the payment of CMT Officers on their ceasing to hold 

office under or to be employed by the Authority 
 

CMT Officers who leave the Council’s employment, where appropriate, will 
receive compensation in line with the Council’s Employment Stability Policy or 
through a negotiated settlement. The Employment Committee will make 
recommendations to Full Council for any mutually agreed departures of 
Statutory Officers and CMT Officers. 

 
9 New starters joining the Council 
 

Employees new to the Council will normally be appointed to the first point of 
the salary range for their grade. Where the candidate’s current employment 
package would make the first point of the salary range unattractive (and this 
can be demonstrated by the applicant in relation to current earnings) or where 
the employee already operates at a level commensurate with a higher salary, 
a higher salary may be considered by the recruiting manager subject to 
negotiation. This will be within the salary range for the grade. The candidate’s 
level of skill and experience should be consistent with that of other employees 
in a similar position on the salary range. 

 
As with the recruitment of employees across the Council, CMT Officers are 
generally appointed at the minimum point on their pay scale or at a market 
level of pay negotiated on appointment, account will be taken of other 
relevant available information, including the salaries of CMT Officers in other 
similar sized organisations.  Decisions to approve these negotiations are 
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made by the Head of Paid Service with the Employment Committee or in the 
case of the Head of Paid Service, by the Employment Committee who will 
recommend to Full Council.. 

 
10  Relationship between remuneration of CMT Officers and all other  

employees  
 

The difference between the highest paid salary and the average full time 
equivalent salary of the workforce (as at 1st April 2020 30th November 2018): 

 

Salary Amount per annum Ratio with highest salary 

Highest Basic Salary  
(Chief Executive) 

 £1263,7041782 n/a 

Mean (average) Basic 
Salary 

 £35187.8432,425.54  3.8952:1 

Lowest point on 
standard payscales to 
which an employee is 
appointed  

 £12,93314,034  9.568.99:1 

 
 
 
  

                                                
2 Note: this figure does not include the Additional Duties Allowance agreed in January 2019. 
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Appendix 1 

 

 

SURREY HEATH BOROUGH COUNCIL 

        
SALARY SCALES 

        
WITH EFFECT FROM 01 APRIL 2019 

(increase of 2.5% from last award ) 

        

SH1 SH2 SH3 SH4 

SCP £ SCP £ SCP £ SCP £ 

1.2 12933 2.7 16550 3.11 20491 4.15 24166 

1.3 13759 2.8 17514 3.12 21317 4.16 25413 

1.4 14582 2.9 18513 3.13 22128 4.17 26645 

1.5 15412 2.10 19650 3.14 22937 4.18 27830 

1.6 15971 2.11 20209 3.15 23494 4.19 28388 

        

        

SH5 SH6 SH7 SH8 

SCP £ SCP £ SCP £ SCP £ 

5.19 29075 6.23 34000 7.28 39875 8.33 45874 

5.20 30309 6.24 35231 7.29 41278 8.34 47497 

5.21 31523 6.25 36431 7.30 42677 8.35 49130 

5.22 32754 6.26 37679 7.31 44051 8.36 50781 

5.23 33310 6.27 38235 7.32 44608 8.37 51341 

        

        

SH9  SH20  SH21 

     HEAD of SERVICE   EXECUTIVE HEAD 

SCP £  SCP £  SCP £ 

9.37 52571  20.101 60794  21.106 75355 

9.38 54278  20.102 63097  21.107 78430 

9.39 55987  20.103 66150  21.108 81507 

9.40 57692  20.104 69208  21.109 84801 

9.41 58249  20.105 72279  21.110 88098 

        

        

   SH22    

   CHIEF EXECUTIVE    

   SCP £    

   22.201 111687    

   22.202 115692    

   22.203 119700    

   22.204 123704    

        

        
Human Resources - April 2019 

 

 
 
    
        
        
        

Page 93



This page is intentionally left blank



SURREY HEATH BOROUGH COUNCIL

SALARY SCALES

WITH EFFECT FROM 01 APRIL 2020

SCP £ SCP £ SCP £ SCP £

1.2 13192 2.7 16881 3.11 20901 4.15 24649

1.3 14034 2.8 17864 3.12 21743 4.16 25921

1.4 14874 2.9 18883 3.13 22571 4.17 27178

1.5 15720 2.10 20043 3.14 23396 4.18 28387

1.6 16290 2.11 20613 3.15 23964 4.19 28956

SCP £ SCP £ SCP £ SCP £

5.19 29657 6.23 34680 7.28 40673 8.33 46791

5.20 30915 6.24 35936 7.29 42104 8.34 48447

5.21 32153 6.25 37160 7.30 43531 8.35 50113

5.22 33409 6.26 38433 7.31 44932 8.36 51797

5.23 33976 6.27 39000 7.32 45500 8.37 52368

SCP £ SCP £ SCP £

9.37 53622 20.101 62010 21.106 76862

9.38 55364 20.102 64359 21.107 79999

9.39 57107 20.103 67473 21.108 83137

9.40 58846 20.104 70592 21.109 86497

9.41 59414 20.105 73725 21.110 89860

SCP £

22.201 113921

22.202 118006

22.203 122094

22.204 126178

Human Resources - April 2020

CHIEF EXECUTIVE

SH9 SH20 SH21

HEAD of SERVICE EXECUTIVE HEAD

SH22

SH5 SH6 SH7 SH8

(increase of 2% from last award )

SH1 SH2 SH3 SH4
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Portfolio: Non-
executive 
function

Work Programme 

Ward(s) Affected: n/a

Purpose

To agree the work programme for the 2020/21 municipal year.

Background 

1. At each meeting the Committee will consider the work programme, be advised 
of updates and agree amendments as appropriate.   

2. Meetings for the 2020/21 municipal year have been scheduled as follows:

 8 October 2020
 28 January 2021
 25 March 2021

Proposal

3. It is proposed that the Committee considers the list of topics listed in Annex A 
of the work programme and makes an amendments it considers appropriate.  

Recommendation

4. The Committee is advised to RESOLVE that the work programme for the 
2020/21 municipal year, as set out at Annex A, be approved and amended as 
appropriate.  

Background Papers: None

Author: Rachel Whillis 01276 707319
e-mail: Rachel.whillis@surreyheath.gov.uk

Head of Service: Richard Payne – Executive Head of Corporate
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Employment Committee
2020/21 Work Programme

Meeting Topic Source
Member & Officer Protocol HR/ DS 

Officer Code of Conduct HR
Contract of Employment HR

8 October 
2020

Family Friendly Policy HR
Grievance Policy and Procedure for 
Statutory Officers and non-Statutory 
CMT members

HR (review) 

Disciplinary Policy and Procedure for 
Statutory Officers and non-Statutory 
CMT members

HR (review) 

Pensions Discretion Policy HR

Pay Settlement 21/22 (Verbal update) HR
Agency & Contractor Policy HR

28 January 
2021

Casual, fixed-term & temporary 
workers

HR

Pay Settlement 21/22 (Verbal update) HR
Data Breaches Policy ICT/HR
Information Security Policy (Review) ICT
Data Protection Policy ICT

25 March 
2021

Social Networking Policy (Review) HR/ICT

To be allocated: 

Annual report on the use of the Speak Up Policy
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